Blockchain and Public Companies: A Revolution in Share Ownership Transparency, Proxy Voting and Corporate Governance?

Abstract

Under the traditional paradigm, the shareholder was the one in whose name company shares were registered. However, for public companies in the US, this system became highly inefficient by the 1960s due to high numbers of transactions. As a result, shares began to be “immobilized” at central securities depositories (“CSD”s) and held through the Indirect Holding System (“IHS”), with share transactions settled through “book entries,” first in the US and then in other major markets. Although market liquidity benefited, the system broke the direct relationship between companies and shareholders, introducing also a discrepancy between “recorded shareholders” and “beneficial shareholders.” Communication solutions were developed to bridge this discrepancy and allow “beneficial shareholders” to cast their votes through proxies. However, they currently rely on highly intermediated “pass-it-along” architectures, which cause several inefficiencies, the costs of which are borne by the shareholders themselves and raise questions in the context of collateralization. By increasing share “ownership transparency,” blockchain has the capacity to streamline the entire share ownership architecture. Indeed, blockchain could enable the tracking of share ownership through the complete settlement cycle, enhancing the “shareholder democracy” of listed companies, and benefiting their corporate governance and the market in their shares. However, blockchain also brings risks, including those related to greater ownership transparency. Consequently, a management system for the digital identity of share transactions is necessary to foster the benefits of such blockchain-based voting architectures, while reducing the risks.

I. Introduction

According to the theory of corporate law, shareholders are the owners of a company and control it through the exercise of voting rights. Traditionally, shareholders are the ones whose names are registered on the register of members of a company. Registration would follow the delivery of paper certificates relating
to shares. However, for public companies, this system of settling share transactions became highly inefficient by the 1960s in the US due to high volumes of trading. As a result, shares began to be “immobilized” at Central Securities Depositories (“CSD’s”) and held through intermediaries within the Indirect Holding System. Henceforth, share transactions were settled through “book entries.” In time, other major financial markets adopted similar systems. Although market liquidity benefited from the IHS, it broke the direct relationship between companies and shareholders, and introduced a discrepancy between “recorded shareholders” and “beneficial shareholders.” Communication solutions were developed to bridge this distance and allow “beneficial shareholders” to cast their votes through proxies. However, these communication solutions currently rely on highly intermediated “pass-it-along” architectures that cause several inefficiencies, the costs of which burden the shareholders themselves and raise concerns in the context of securities collateral. By increasing share “ownership transparency,” blockchain can streamline the entire share ownership architecture. Indeed, blockchain could enable the tracking of share ownership through the complete settlement cycle, enhancing the “shareholder democracy” of listed companies. As a result, their corporate governance and the market in their shares should benefit. However, blockchain also brings risks, including those related to greater “ownership transparency.” Consequently, a management system for the digital identity of share transactions is necessary to foster the benefits of such blockchain-based voting architectures, while reducing the risks.

This paper analyzes the evolution of the reality of share ownership in listed companies in Section II. Section III considers the negative externalities of the system which has developed to address the logistical problems of share transfers and focuses on its conflicts with the core ideal of company ownership and shareholder voting. Section IV discusses the potential use of blockchain to build better systems, and highlights how it could not only address efficiency challenges, but also bring the reality of share registration back in line with its intended operation. Sections V and VI respectively address how such systems could deal with many issues but also pose new risks and concerns. Section VII concludes.

II. Background and Context: The Settlement of Share Transactions and Shareholding in International Financial Markets Today

The theory of corporate ownership and control is based upon the fundamental premise that shareholders are the owners of a company. Firstly, shareholding attributes the right to distribute profits resulting from the corporate activity. Secondly, while the company is ongoing, shareholders exercise their ownership through voting and direct the corporate activity itself.

A. The reality of share ownership (as opposed to the theory)

Shareholders regularly change during a company lifecycle. When shares are transferred, the new shareholder must be defined. According to corporate law,
the shareholder is not the person who merely has title to the shares of a company (i.e. the real shareholder) but the one who fulfills a set of information-producing rules that crystallize the shareholding (i.e. the legal shareholder). Historically, this set of rules is in the registration on the register of members.1 Indeed, only this registration allows shareholders to exercise the rights conferred by shares, namely the above-mentioned rights to dividends and to cast votes in shareholder meetings.2

Consequently, becoming a shareholder is always a two-step process. In the case of both the allotment and transfer of shares, the contract (the first step) must be followed by the registration (the second step). A buyer acquires legal title to shares only when his or her name is entered on the register.3

Similarly, the transfer of shares can be depicted as a two-step process. Here, the first step (generally referred to as “trading”) involves the buyer and the seller concluding a contract of sale (i.e. agreeing on the price and other terms of the transaction). The second step is then referred to as “settlement.” Settlement is the process by which the seller is paid, and the buyer is registered as the owner of the shares purchased.4 Thus, both trading and settlement are at the heart of any transfer of shares.

The settlement of shares was traditionally achieved through the physical delivery of the transfer form (the contract) and the share certificates to the buyer. The substitution of the transferee’s name for the transferor’s name on the register of shareholders (the registration) came after this delivery. Thanks to this process, a company could control the transfer of shares to new holders acquiring the (legal) title, and a direct relationship between companies and shareholders would ensue.5 However, as the following paragraphs highlight, drastic changes have arisen over the years mainly due to settlement efficiency and security. In current international financial markets, it is common that when someone purchases shares, his or her name is not registered on the register of members, with the result that real and legal shareholders differ. Nonetheless, both legitimately co-exist and take part side-by-side in the ownership and control of listed companies.

B. The U.S. “paper blizzard” (1967-1970) and the choice to “immobilize” shares

The physical settlement of share transactions inevitably requires “back office” paperwork (i.e. processing and record keeping of transfers), of which the intensity is directly affected by trading volumes; its costs can be massive. A clear example is the market failure in the US during the late 1960s, which culminated in the financial meltdown generally referred to as the “paper blizzard.”6 Although now rarely remembered relative to other contemporary financial crises, at the time the “paper blizzard” was the greatest challenge to US securities exchanges since the Crash of 1929.7

The roots of the crisis go back to the early 1950s, when the US stock markets finally shook off the lingering effects of the Great Depression.8 The American middle class was becoming prosperous, and expectations of easy capital gains
(aggressively advertised by brokerage firms and stock exchanges) abounded. Thanks also to the investments of new financial players such as insurance companies and pension funds, and the rise of mutual funds, the number of Americans owning securities skyrocketed from half a million to over twenty million between 1952 and 1965.9

Such an increase was happily welcomed by the securities industry focused, as it were, on increasing sales.10 However, securities firms were not equipped to sustain this growth: they lacked sufficiently skilled management, adequate levels of capitalization, and most of all proper back-office processes.11

More specifically, firstly, transactions were processed by low-skilled and low-paid clerks who physically delivered the share certificates to the issuer’s transfer agent, which recorded the change in ownership and issued new certificates in the name of the buyer. These new certificates were then delivered to the buyer. Since certificates for more than 100 shares were rare, the quantity of paper that clerks delivered daily was immense.12 Secondly, record-keeping of transactions was extremely complex. Securities firms maintained two sets of books, one for cash and another for securities. In the latter, firms listed the securities held and traded by the firm. This information had to balance for each individual issue. Moreover, since securities were constantly traded for money, at the end of the day these two sets of books had to agree.13

When trading volumes peaked, the complexities of these processes made the settlement of all transactions impossible. Consequently, delivery delays lengthened, and many obligations remained unperformed. Until cash flow was strong, firms used to cover their positions through short-borrowing. However, when the market turned downward, firms defaulted on outstanding obligations (where securities were lost or misplaced) as well as on dividend or interest payments. To conceal such defaults, frauds such as “Ponzi” schemes became frequent.14 Interestingly, some instances of fraud also followed attempts at replacing manual back-office processes with automated computer systems. For instance, in 1968 McDonnell & Company invested in a computer firm to design and install a computerized system for the settlement of transactions. Once designed, the system was full of glitches and left McDonnell & Company with millions of securities unable to be located. To solve its financial problems, the firm arranged an IPO fraud that ensured a very brief period of stability. However, over time, McDonnell & Company finances were insufficient to replace the lost and misplaced securities, and its bankruptcy became inevitable.15

US exchanges tried to find remedies to the “paper blizzard.” For instance, trading days and trading hours per day were reduced. However, securities firms were overwhelmed by paperwork and bankruptcies increased. After a season of hectic mergers and private bailouts, in June 1970 the leadership of the securities industry concluded that it needed help from the government.16 This decision allowed the US government to introduce new legislation, which altered the securities industry dramatically.17
Since the Securities Acts Amendments of 1975, the settlement of securities transactions has rested on more efficient systems characterized by the “immobilization” of shares at CSDs, regardless of the existence and location of the underlying paper certificates. In these settlement systems, issuing companies open accounts on an electronic accounting system maintained by the central depository and, if need be, deposit their share certificates into it. Transactions are settled by “book entries,” which consist of crediting and debiting the transfeee’s and transferor’s accounts.

Such a settlement system is highly beneficial for the safety and efficiency of transactions, because it eradicates the risk of shares getting lost or misplaced. Moreover, it ensures that the payment for and delivery of shares occur relatively simultaneously, reducing the counterparty risk for the transferee and transferor. In addition, by “immobilizing” shares at a central depository, economies of scale are leveraged, and market liquidity increases.

C. The Indirect Holding System

The choice to “immobilize” shares at CSDs implies that shareholding is always intermediated. Indeed, in current financial markets, securities are either issued in the name of central depositories, their nominees or the participants in the settlement system, or at least credited in favor of them. Therefore, most shares are not held in the name of the ultimate investors, but in that of intermediaries. In those jurisdictions in which shares are not issued in the names of intermediaries, they are nonetheless credited to their accounts.

Thus, in today’s markets, intermediaries constitute a multi-tier chain that links ultimate investors to CSDs and, indirectly, to issuing companies. Because intermediaries hold shares on behalf of investors, such a structure is generally referred to as the Indirect Holding System. Since its creation in the US with the above-mentioned Securities Acts Amendments of 1975, the IHS has been established in most developed financial markets. Over the course of its implementation, the jurisdictions of these markets did not put effort in reforming their legal frameworks extensively, but simply adapted doctrinal rules already in place. Thanks to its worldwide extension and the countless “links” that CSDs have with each other, the other layers within the IHS can always access the securities markets of different countries, regardless of the legal differences between those countries. In this way, an unprecedented degree of financial integration has ensued.

In addition to holding shares on behalf of investors, the other main trait of an IHS is that financial institutions regularly make use of accounting structures commonly known as “omnibus accounts.” In “omnibus accounts,” shares are pooled although owned by different investors, who therefore are considered to have “interests in securities.” “Omnibus accounts” ensure a high level of operational efficiency for the financial institutions that constitute the IHS, because they can access global financial markets using only one account per market and avoid the costs generated by opening separate accounts for each client.
However, because assets are commingled in “omnibus accounts,” identifying the ultimate investors is not an easy task. For instance, consider three subjects within the chain—an “omnibus account” provider (A), one of its clients (B) and the client’s customer (C). A may know the total number of shares owned by C, but never has segregated and detailed information (i.e., on an individual basis) about the shares held by C through B. This information is kept only in the accounting system used by B. Thus, the IHS inevitably lacks complete transparency in shareholdings.

Against this background, very few financial markets differ. The exceptions conceptually belong to a system that is transparent and in which ultimate investors having their own accounts directly in the CSD. Unlike the IHS, in the transparent system, intermediaries simply act as operators of these accounts and never hold securities on behalf of investors. Although enabling more transparency, such a system is not suitable for transnational shareholdings because operating accounts in a CSD are highly integrated with each national framework. Indeed, except for China, only some minor financial markets have such transparent holding systems. China of course is notable in that its securities markets developed only in the 1990s, and thus were “digitally native” from the beginning, highlighting a very real contrast with the path-dependent evolution of securities holding and registration systems in older paper-derived “developed” markets such as those in the US and Europe.

III. The Negative Externalities of the IHS on the Corporate Governance of Public Companies

While in the last few decades, financial markets have developed settlement systems more efficient than the physical delivery of certificates, the accounting structure currently used for the safekeeping of securities increases the opacity within the shareholding system. Moreover, this system introduces a distance between issuing companies and their shareholders that inevitably breaks the direct relationship between them and dilutes shareholders’ rights and control over their shares. Such distance engenders an “intermediated security challenge” that also concerns how to facilitate shareholders exercising their ownership and control over companies through voting. This challenge reaches its peak any time shares are issued in the name of intermediaries, because only their names appear on the register of members of issuing companies. Indeed, in these circumstances, a shareholder “discrepancy” inevitably arises: those intermediaries whose names are on the register of members are “recorded shareholders,” while those who have a real economic interest in the company shares and a title on them are “beneficial shareholders.” This discrepancy between “recorded” and “beneficial” shareholders implies that the latter always interact only with the intermediaries holding the record on the register of members, while exercising the rights attached to the shares only to (and through) them. Moreover, every transfer of shares is registered only on the record of intermediaries and never on the register of issuing companies. A chain of entitlements easily evokes, in
the picturesque words of Joanna Benjamin, “the image of a series of Russian dolls, one inside the other, with the smallest doll containing a jewel. Each doll is different from every other doll, although the value of all the dolls derives alike from the jewel. The jewel equates by analogy to the underlying securities, and each doll to a different interest in securities.”

Lastly, a further consequence of the distance between companies and their shareholders is that financial institutions within the IHS now become intermediaries not only of trades in shares and share ownership, but also of a set of complementary services, such as information flows between issuing companies and ultimate investors, corporate announcements and the exercise of voting rights. The more testing the “intermediated securities challenge,” the more fundamental the role of intermediaries is.

A. Bridging the gap between companies and “beneficial shareholders”: The need for communication systems and proxy rules

Considered from the company’s point of view, the discrepancy between “recorded” and “beneficial” shareholders undermines the traditional role of registers of members, as they no longer provide relevant information in relation to the ultimate investors.

However, from the shareholders’ point of view, this discrepancy has even more important consequences. As already briefly anticipated, corporate law teaches that investor ownership is composed both of the right to receive the firm’s net earnings and the right to control the firm. This control is fundamental to the life of a corporation because it is necessary to avoid (or at least reduce) the agency problems that exist in corporate settings and limit their related costs. The right to control the firm is exercised through voting rights of shareholders on the appointment (and removal) of the members of the board of directors, while, in turn, the board is supposed to oversee management, particularly when management decisions may be suboptimal because its interests are misaligned with those of shareholders.

The distance inevitably introduced between companies and shareholders by the establishment of the IHS makes the exercise of these rights more difficult. Indeed, the physical attendance of individual shareholders at company meetings is, most of the time, cumbersome; moreover, such a distance increases the shareholders’ dispersion, raising information and coordination costs among them. Consequently, shareholders can struggle to overcome the obstacles to collective action.

Therefore, demands for communication systems between companies and shareholders (as well as between shareholders themselves) have increased in tandem with the rise of the IHS. Because of these demands, a set of proxy rules governs such communications and establish proxy voting mechanisms that facilitate shareholders’ exercise of their voting rights.

Nonetheless, shares being indirectly held by intermediaries greatly complicates
voting processes. Indeed, before votes are cast (or proxies assigned), identifying and locating beneficial shareholders is necessary. This identification process typically requires several steps: firstly, issuing companies send enquiries to CSDs asking for lists of IHS participants that hold share records on their accounts. Secondly, when this information is received, companies send “search cards” to the identified IHS participants, asking for the number of proxy materials needed. Then, IHS participants identify the corresponding depositories holding share records on their accounts, and indicate the approximate number of beneficial shareholders directly linked to the corresponding depositories. This step is repeated for each corresponding depository that is positioned along the IHS until it reaches the final layer, the direct relationship with beneficial shareholders. Only when the beneficial shareholders are identified can issuing companies provide intermediaries with proxy materials. Eventually, materials are distributed to the beneficial shareholders, who can finally cast their votes or assign proxies.

B. Proxy voting: Theoretically correct, practically inefficient

Current proxy voting architectures are therefore very intricate. Because of the different layers of intermediaries (both holding shares and managing corporate communications), proxy voting can be exercised only after the relationship between companies and shareholders is re-established. Consequently, relevant information is typically shared through a complex “pass-it-along” process. Because of this, proxy voting systems still suffer from several inefficiencies that increase their costs and those of “shareholder democracy.” These costs are ultimately borne both by shareholders and, indirectly, the market.

Such inefficiencies fall into three main categories. The first category includes inefficiencies related to the complexity of current architectures. For instance, because of the high numbers of shareholders, beneficial shareholders often do not receive proxy materials on time or at all. Consequently, shareholders cannot cast their votes and are irremediably deprived of their rights. Moreover, such complexity is also the main reason for uncounted or miscounted votes.

The second category of inefficiencies derives from the lack of transparency in the ownership of shares. This often happens when shares are lent in the securities lending market, and the record date is due. In this case, confusion over who is entitled to cast votes can easily arise and lead to over-voted ballots, which heavily undermine the reliability of decisions made at meetings.

Under the third category, some financial players may take advantage of both the complexity and opacity mentioned above, increasing the inefficiencies for shareholders. For instance, hedge funds at times are able to practice “decoupling.” “Decoupling” involves intentionally separating voting rights from the economic interest of shares, and especially if combined with short selling, can be a strategy by which to profit by devaluing a company’s shares.
IV. Blockchain: A Potential FinTech Solution to the “Discrepancy Problem”

In the aftermath of the 2008 Global Financial Crisis (“GFC”), FinTech and RegTech increasingly have reshaped finance and financial market infrastructure. Among the various technologies involved in FinTech, blockchain is receiving substantial attention in the financial world, including in the context of the clearing and settlement of transactions.

In considering the applicability of blockchain in any given context, the focus must be on its three core features of security, transparency and immutability as well as on the positive and negative consequences associated to them. In the last few years, financial institutions and exchanges worldwide have been investigating whether blockchain may provide an alternative to current systems and technologies underlying financial market infrastructures, because registration and transfer of ownership should benefit particularly from blockchain’s core attributes.

A. The Delaware Blockchain Initiative and the Act to Amend Title 8 of the Delaware Code

Blockchain has significant potential in the context of managing information related to company shareholders, an issue directly related to securities settlement. Indeed, as both the recent Delaware Blockchain Initiative and the amendments introduced to Title 8 of the Delaware Code demonstrate, blockchain can provide companies with distributed registers of members. Under this approach, companies would be able to issue digital shares (or “smart securities”) that allow transactions to be settled potentially on a real-time basis, further reducing the current settlement latency as well as transaction costs. In addition, and most of all, blockchain could allow corporations to maintain a single and comprehensive register of members which is secure, transparent and immutably reflective of ownership. Such an innovation should then finally eradicate the discrepancy between “recorded” and “beneficial” shareholders. Thus, thanks to blockchain, issuing companies should be able to retake control of the transfer of their shares and know who their shareholders are. In a nutshell, blockchain could enable the direct relationship between issuing companies and shareholders to be finally re-established, while the IHS (with its negative externalities for corporate governance) in time vanishes.

B. The financial market’s path-dependence, the need for an alternative solution for listed companies, and the learnings from the Nasdaq e-voting blockchain platform projects

Distributed registers of members have the potential to transform the foundational structure of corporate finance and replace the current system of settling share transactions.
However, several factors stand to impede this development in the short-term. After all, it would be a drastic change, and the time and costs required will be very substantial. Indeed, if real-time settlement of share transactions can be considered a straightforward solution for new companies incorporating in a blockchain environment and issuing all their shares digitally, the same is not true for companies that already exist and whose shares have been issued in compliance with current settlement systems. In this case, a technological issue arises with respect to the impossibility of digitizing end-to-end all of the workflows relating to the shares.

Moreover, there are both legal and economic obstacles. In jurisdictions which have not already undertaken processes of full dematerialization, although legally allowed, transforming shares from certificated into uncertificated securities generally requires a resolution of the board of directors that cannot be completely put into effect until all share certificates are surrendered to the corporation. This problem can be easily managed when corporate ownership is concentrated, such as in the case of private companies, but it becomes much greater with widely-held public companies. For these companies, the length and complexities of the whole process could prove to be extremely expensive. In many jurisdictions which have previously undertaken full dematerialization, this process has required general legislation to deal with the various issues.

Nonetheless, recent experiments demonstrate the impressive and achievable short-term opportunities that blockchain offers beyond settlement and irrespective of the replacement of the whole IHS. A project launched by Nasdaq and the Republic of Estonia deserves particular attention. It aims to leverage e-Residency (the current Estonian electronic identity system that enables both residents and those with business interests in the country to access some services after digital authentication) to provide the shareholders of companies listed on Nasdaq’s Tallinn Stock Exchange with a blockchain-based voting platform that increases efficiency in voting processes. The proof of concept for the project has been successfully completed, and it has already piqued the interest of other countries, such as South Africa. Indeed, Nasdaq recently agreed with Strate (the South African CSD) to deliver this solution to South African companies so that voting processes can become less labour-intensive and beneficial shareholders can finally exercise their voting rights more easily.

In like manner with these projects, the Australian Securities Exchange (“ASX”) intends to implement a blockchain-based system to replace its current system. Indeed, ASX aims to take advantage of the technology to replace the clearing and settlement system for the Australian cash equity market. The current system now performs the three post-trade functions of central clearing, delivery-vs-payment (“DvP”) settlement and registration of share ownership, employing an efficient but siloed data-recording architecture. The goal of ASX is to replace such infrastructure with a cryptographically-empowered platform that allows the mutualization of the entire financial market infrastructure across the distinct financial institutions partaking in the Australian Exchange.
More specifically, the project aims to establish a “private blockchain,” a network that only licensed participants can access and designates ASX as the only actor that can write and update the distributed ledger. In contrast, a public blockchain can be accessed by anyone. By adopting a private blockchain, the new system gives up higher degrees of decentralization in favor of efficiency, to fully accomplish the fundamental interest of financial markets of scalability. At the same time, it preserves the above-mentioned technological features of security, transparency and immutability.

Indeed, the project considers that ledgers always suffer from an inevitable “trilemma” that impedes their satisfying the three properties of correctness (security), efficiency (scalability), and decentralization at the same time. The persistence of ASX as central keeper of the ledger ensures the system will keep up with the high volumes of cash equity trading. Consequently, it can successfully provide the services related to the registration of share ownership, as well. Moreover, unlike many open and public blockchains, the platform is designed to segregate data to preserve information confidentiality. Private, permissioned systems, like the system being developed by the ASX, are thus far more likely than public and permission-less systems to be used in financial market blockchains. Although some delays may be expected, the process to implement this new blockchain-based system for clearing and settlement is underway and is anticipated to be one of the first ground-breaking adoptions of the technology within regulated financial markets in the short-term future.

Exchanges around the world are watching this process very closely, particularly as they consider the need for replacement of their own systems approaching the end of their lifecycles.

C. Blockchain and the “ownership transparency” revolution: Streamlining the current proxy voting architecture through real-time identification of beneficial shareholders

Blockchain basically enables the digitization of assets and transactions in a highly secure and transparent environment, which provides for clear definition of ownership. This digitization carries the potential for blockchain to revolutionize the IHS: indeed, share ownership can be constantly tracked throughout the whole settlement cycle. Therefore, the lack of “ownership transparency” that currently characterizes the holding of shares through intermediated accounts can be drastically reduced. Thus, simple real-time identification of beneficial shareholders can be achieved. When the settlement cycle is complete, blockchain can nonetheless increase transparency regarding both interests in intermediated accounts and securities collateral, the practice of offering interests in securities as collateral to one’s creditors. Moreover, because collateralized securities are often “pledged for reuse,” collateral takers normally employ the same securities as security for their obligations to other third parties. This practice—also known as “rehypothecation”—increases available collateral, positively expanding credit and lending activities within financial markets. However, the abuse of “rehypothecation” can lead to liquidity illusions as well as compli-
cated ownership knots that endanger systemic financial stability and obstruct the orderly resolution and insolvency proceedings of financial institutions. The increase of transparency that blockchain offers securities collateral markets can enable financial supervisors to identify and monitor these risks and prevent their realization, making financial supervision more prophylactic than it used to be.81

Thanks to such “ownership transparency,” better proxy voting architectures can be built.82 More specifically, the use of blockchain platforms leads to systems in which voting rights can be exercised directly and simply by their owners. In one model, firstly, assets are issued and securely stored in asset wallets as soon as the transaction details are recorded on the blockchain platform. Secondly, the voting rights attached to such assets are matched with corresponding beneficial shareholders through a KYC identification process.83 Thirdly, voting tokens can be generated and given to shareholders. These tokens can then be used either to cast votes at, or assign proxies before, the company meeting. Other models are available as well, but all are characterized by a secure and transparent digital register of share ownership, providing for direct exercise of shareholder rights.

In this way, by disintermediating the “pass-it-along” model and reducing its complexities, blockchain can decrease the existing fragmentation and allow the ultimate shareholders to regain control over traded shares.84 This repatriation of control to where it belongs should allow shareholders to cast votes much more quickly and effectively, bringing reality back into line with the theory that states that shareholders not only own the company, but also control it through the exercise of voting rights. Moreover, due to its distributed nature, blockchain increases transparency within the whole voting process and shareholders can leverage it to better monitor their proxy assignments as well as their votes. A blockchain-based system may also be structured to immutably record both assigned proxies and companies’ voting history so that data can be accessed at any time by way of specific authorization.85

V. The Benefits of Blockchain Technology in Proxy Voting

By increasing ownership transparency of shares within the IHS, blockchain lays the groundwork for a better proxy voting architecture, with benefits extending to several stakeholders, and in particular brings the operation of the system back into line with the common understanding of how it is supposed to function. Three groups of benefits are outlined below: (a) reduction of costs in voting procedures; (b) higher accuracy of ballots and stronger legitimacy of decisions; and (c) increased transparency between stakeholders in corporate governance.

A. Benefits for shareholders and the market: Reduction of errors and costs

Firstly, blockchain reduces the complexities of processing the identification of beneficial shareholders from the omnibus accounts adopted within the IHS.86 Moreover, this processing can be done in virtually real-time. Thus, distributing voting entitlements to beneficial shareholders is simplified, voting processes
become faster and their costs are substantially reduced. Moreover, the risk that beneficial shareholders are deprived of their voting rights (due to mistakes or delays) is minimized, especially when important deadlines (such as a record date) are approaching.

In addition, it is now well-known that such delays and errors mostly affect the voice of individual investors. Consequently, blockchain can also help to increase their participation in company decision-making processes. Higher investor turnout rates are beneficial for the market, as well. Indeed, they strengthen shareholders’ control of boards of directors and help to reduce agency problems, eventually reducing the costs of (equity) capital and increasing its liquidity.

B. The benefits for “shareholder democracy”: more voting accuracy and decision legitimacy

Secondly, share ownership transparency is the basis not only for more pre-voting accuracy but also for better post-voting systems of verification. Such systems directly affect the quality of any voting process because they ensure accuracy of results. Consequently, when they are effective, both the reliability of reported results and the legitimacy of corporate decisions increase.

Blockchain enables knowledge of the precise identity of who is entitled to vote so that all actions carried out during the voting process are easily verified back to their origin. Consequently, counting votes should become far more accurate.

Such a degree of accuracy also becomes a powerful means of avoiding the confusion generated by some of the processes outside of voting (mostly securities lending and short selling) that negatively affect ballots. Since voting rights can be represented on blockchain by tokens that are strictly created at the authorized nodes holding relevant position information, the current risks of incorrect vote counting (such as “overvoting”) are mitigated.

C. Benefits for corporate governance: Enhancing a transparent level playing field for competition among corporate stakeholders

In addition to the previous benefits, increased share ownership transparency sets the grounds for a level playing field in corporate governance, enhancing fairness between different stakeholders.

More specifically, regardless of the debates on their legitimacy, as mentioned above, “decoupling” practices (for instance, “empty voting” through “record date capture”) need to leverage the opacity that characterizes the current shareholding system to be high-profit strategies. Indeed, they are carried out in secret and culminate in investors appearing with more votes than expected at voting meetings. Due to the increase in share ownership transparency, keeping these practices secret until voting will become much harder. Consequently, other company stakeholders (for instance, a group of shareholders or the board of directors) can promptly counteract and arrange opposing strategies to prevent them from being effective.
Similar impact can be seen in cases of all markets which lack transparency of beneficial ownership of companies, but in particular in listed companies. This raises issues beyond the corporate governance context, particularly as highlighted by the use of non-transparent structures of beneficial ownership in the Panama Papers, resulting in agreements at the G20 and OECD to eliminate non-transparency in corporate beneficial ownership. There is a clear role for blockchain, as well.

VI. The Risks of Blockchain and “Ownership Transparency”

Of course, adopting blockchain as the technology underlying the new proxy voting architecture also presents some risks. Three main areas of risk are generally considered to be: (a) cyber risks (for instance, tampering with data before it is stored); (b) operational risks (including insufficient or erroneous coding); and (c) risks from increased levels of transparency.96 Specific attention to risks of the third kind is given below.

A. The risks of “ownership transparency” for privacy of shareholders’ identities

Firstly, increased levels of share ownership transparency can compromise data privacy of beneficial shareholders. Except for the rules regarding the mandatory disclosure of major shareholdings,97 according to corporate law, companies do not necessarily have the right to know the identity of beneficial shareholders. Indeed, proxy voting regulation generally provides beneficial shareholders with the choice of being completely anonymous.98 In such a context, operating as informational buffers, intermediaries ensure that beneficial shareholders’ anonymity is preserved. As noted above, this is an issue which is now receiving concerted international attention, and blockchain provides one relevant avenue towards addressing related issues of non-transparency: international forums and organizations such as the G20 and the OECD are leading a major international process around the world to increase transparency concerning the beneficial ownership of companies.99

However, blockchain typically functions in the context of a distributed network and operates by spreading relevant information over multiple nodes so that data can be shared among the authorized members of the network. Used in this way, blockchain applications present the risk of facilitating access to private data.100 Consequently, the violation of shareholders’ privacy is a problem that must be carefully considered,101 and regulations must be designed or amended as necessary to implement transparency of beneficial ownership while at the same time maintaining an appropriate level of privacy and data protection.

Of course, blockchain-based systems would increase financial transparency and integrity, being highly supportive in preventing the risks of money laundering, corruption and tax evasion from materializing. Therefore, the need for regulation to strike a balance to both preserve shareholding privacy and preclude
these crimes is more than ever compelling.

B. Blockchain immutability and the risk of incorrect ballots

Since blockchain is an append-only database, it creates a “golden copy” of data, removing the need for further reconciliation. Theoretically, once cryptographically stored on the ledger, data cannot be altered or modified. However, the combination of blockchain immutability with share ownership transparency can turn out to be a source of incorrect voting outcomes. For instance, if shares are mistakenly transferred, it will take time before the transaction is declared null and void by a judicial authority, the transaction is reversed on the ledger, and the data is thereby updated. To avoid such a mistake being replicated throughout the voting system (and the consequent risk that some voting rights are exercised improperly), specific governance solutions must be developed. For instance, it might become necessary to code precautionary measures into the blockchain voting platform, so that ballots are not negatively affected. In this way, more flexibility is ensured within the voting system. Such issues are central to the systems being developed by ASX.

C. “Ownership transparency” and malicious activities against shares’ digital identity: Risks for shareholders and the market

Lastly, both the increase of digitization within the system and of share ownership transparency can facilitate malicious activities; for instance, digital identity theft.

Although digital identity theft is already commonplace, it can lead to new problems in the context of share ownership and voting rights. For instance, if security firewalls fail or private keys are stolen, meeting decisions can be hacked and manipulated by ill-intentioned third parties. Such events are detrimental for the interested company and shareholders, and highly destabilizing for financial markets.

Similarly, due to a systemic increase in transparency and data-centricity, illegal practices of data exploitation and criminal activities of data monetization can be realized more easily. Consequently, preventing unfair practices such as insider trading and market manipulation becomes even more essential.

VII. Conclusion: The Task for Blockchain Regulation

As we have pointed out, the journey towards the current financial markets infrastructure has created winners and losers. Although current systems for settling transactions and holding shares roughly serve the safety and efficiency of financial markets, the direct relationship between issuing companies and shareholders has been severed, and voting rights can now be exercised only through the intermediaries constituting the IHS. More specifically, proxy voting mechanisms have developed so that beneficial shareholders can participate in corporate governance and “shareholder democracy” is preserved. However, these mechanisms suffer deeply from the lack of share ownership transparency within
the IHS. Moreover, due to the high level of intermediation, they end up being extremely complex. Consequently, major inefficiencies arise, and demands for change are compelling.

The rise of blockchain technologies now offers the opportunity to increase share ownership transparency within the IHS and sets the grounds for creating a more efficient proxy voting architecture. With blockchain-based voting, processes can be dramatically streamlined and costs reduced, with significant benefits not only for the shareholders but also for corporate governance, and ultimately, the market. However, blockchain also carries some risks which must not be underestimated. In addition to creating new losers, these risks can also result in a loss of confidence in blockchain, obstructing the next logical improvement to current proxy voting mechanisms. For this reason, real change cannot be driven only by technology. Regulation will be fundamental in assisting and supporting such change.108 This is where blockchain and the law need to meet and cooperate.109

Thus, while blockchain is already demonstrating its great potential, the task for financial regulation is to support and guide an effective implementation of blockchain as well as to address the governance issues related to possible conflicting interests, including information security and data confidentiality.110 Achieving this target will inevitably require the development of a legal framework for the digital identity management of share transactions. This legal framework can mitigate some of the risks of using blockchain and provide the next proxy voting platforms with the right level of security and privacy, which will be essential for their widespread trust among shareholders.111 If financial regulation carries out such a task, the effect of the “blockchain revolution” on the corporate governance of public companies will be optimized, and proxy voting as we know it will finally be changed for the better.
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