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RegTech to date has focused on the digitization of manual reporting and compliance processes. This offers tremendous cost savings to the financial services industry and regulators. However, the potential of RegTech is far greater – it has the potential to enable a nearly real-time and proportionate regulatory regime that identifies and addresses risk while facilitating more efficient regulatory compliance.

We argue that the transformative nature of technology will only be captured by a new approach at the nexus of data, digital identity, and regulation. This paper seeks to expose the inadequacy of digitizing analogue processes in a digital financial world, sets the foundation for a practical understanding of RegTech, and proposes sequenced reforms that could benefit regulators, industry, and entrepreneurs in the financial sector and other industries.

* Kerry Holdings Professor in Law, University of Hong Kong.
** Senior Research Fellow, Asian Institute of International Financial Law, Faculty of Law, University of Hong Kong, and Founder, FinTech HK.
*** CIFR King & Wood Mallesons Chair of International Financial Law, Scientia Professor, and Member, Centre for Law, Markets & Regulation, UNSW Australia.

The authors gratefully acknowledge the financial support of the Hong Kong Research Grants Council Theme-based Research Scheme (Enhancing Hong Kong’s Future as a Leading International Financial Centre) and the Australian Research Council Linkage Grant Scheme (Regulating a Revolution: A New Regulatory Model for Digital Finance); the substantial input of Dr. Cheng-Yun Tsang, and the research assistance of Jessica Chapman.
TABLE OF CONTENTS

I. Introduction ................................................................................... 373
II. RegTech: A Framework of Analysis............................................ 377
   A. Postcrisis Regulation ......................................................... 377
   B. FinTech.............................................................................. 377
       1. Digital transformation in developed markets.............. 378
       2. Digital financial services in developing countries ...... 380
       3. FinTech start-ups ........................................................ 381
   C. RegTech............................................................................. 381
III. Financial Institutions: Compliance and RegTech ....................... 385
   A. Globalization of Finance and the Development of RegTech ..................................................................... 385
   B. RegTech in the Financial Services Industry: Impact of the 2008 Global Financial Crisis .......................................... 388
       1. AML and KYC ........................................................... 391
       2. Prudential regulatory reporting and stress testing ...... 393
   C. RegTech: A FinTech Opportunity..................................... 395
   D. Looking Forward: Shared Services Utility and Global Compliance .......................................................... 396
IV. Regulators: Coping with Compliance ......................................... 397
   A. RegTech: A Regulator’s Tool for the Twenty-First Century ........................................................................... 398
   B. Big Data: Matching Reporting with Analytical Tools...... 399
   C. Cybersecurity..................................................................... 400
   D. Macroprudential Policy ..................................................... 401
V. FinTech Requires RegTech.......................................................... 402
   A. Re-inventing Financial Regulation.................................... 403
   B. From KYC to KYD: Changing Regulation Byte by Byte . 405
   C. Building Twenty-First Century Financial Infrastructure ... 407
   D. Regulatory Sandboxes: A Testing Environment for RegTech 3.0 ................................................................................... 409
VI. Reconceptualizing Financial Regulation ................................. 411
I. INTRODUCTION

I have a dream. It is futuristic, but realistic. It involves a Star Trek chair and a bank of monitors. It would involve tracking the global flow of funds in close to real time (from a Star Trek chair using a bank of monitors), in much the same way as happens with global weather systems and global internet traffic. Its centerpiece would be a global map of financial flows, charting spill-overs and correlations.¹


Regulatory and technological developments are changing the nature of financial markets, services, and institutions in ways completely unexpected prior to the 2008 Global Financial Crisis (GFC), which we have addressed in previous work.² “FinTech” refers to the use of technology to deliver financial solutions and is one aspect of these fundamental changes. The rapid evolution and development of FinTech demands a similar evolution and development of “RegTech.”³ RegTech is a contraction of the terms regulatory and technology, and it comprises the use of technology, particularly information technology (IT), in the context of regulatory monitoring, reporting, and compliance. In the words of Christophe Chazot, HSBC Group Head of Innovation, RegTech can be described as “technological solutions to regulatory processes.”⁴ The automation of processes allows for better and more efficient risk identification and regulatory compliance than that which currently exists.⁵ The recent deal by which IBM is to acquire Promontory Financial Group heralds the way forward. The synergies in the deal come from the 600 risk and compliance consultants within Promontory teaching Watson, IBM’s huge artificial intelligence system, how to apply AI to risk management and compliance obligations.⁶

³ See infra Part C.III of this article; see also INST. OF INT’L FIN., REGTECH IN FINANCIAL SERVICES: TECHNOLOGY SOLUTIONS FOR COMPLIANCE AND REPORTING 5-8 (March 2016).
⁵ See SANTIAGO FERNANDEZ DE LIS, ET AL., REGTECH, THE NEW MAGIC WORD IN FINTECH 1 (March 2016).
Our vision builds on that of Andy Haldane, whereby financial institutions and regulators monitor and analyze real-time financial information from all parts of the global financial sector to underpin a safer and more efficient financial system.\(^7\)

Of late, two painful pressure points have come to bear on the financial services industry and support our vision. On the expense side, postcrisis fines have exceeded US$200 billion,\(^8\) and the ongoing cost of regulation and compliance has become a primary concern industry-wide.\(^9\) On the revenue side, competition from FinTech companies is expected to put US$4.7 trillion of revenues at risk.\(^10\) These expense and revenue factors are driving the development of RegTech. As with FinTech,\(^11\) the 2008 GFC represented a turning point in the development of RegTech.\(^12\) However, the factors underlying, and the beneficiaries of, RegTech are quite different. FinTech growth has been led by start-ups (now increasingly partnering with, or being acquired by, banks and other traditional financial institutions),\(^13\) whilst RegTech developments to date are primarily a response to the huge costs of complying with new institutional demands by regulators and policy makers.\(^14\)

For the financial services industry, the cost of regulatory obligations has dramatically increased, such that 87% of banking CEOs in one survey

\(^7\) See Haldane, supra note 1. The idea of using technologies to carry out real-time monitoring of financial institutions and markets is also promoted by some academics and practitioners. See, e.g., Stefano Battiston, et al., *Complexity Theory and Financial Regulation*, 351 *Science* 818, 819 (2016) (advocating that “[t]he ambitious option would be an online, financial-economic dashboard that integrates data, methods, and indicators. This might monitor and stress-test the global socioeconomic and financial system in something close to real time, in a way similar to what is done with other complex systems, such as weather systems or social networks.”).

\(^8\) See Jeff Cox, Misbehaving banks have now paid $204B in fines, CNBC (Oct. 30, 2015, 1:58 PM), http://www.cnbc.com/2015/10/30/misbehaving-banks-have-now-paid-204b-in-fines.html.


\(^11\) Arner, Barberis & Buckley, supra note 2.

\(^12\) See INSTITUTE OF INTERNATIONAL FINANCE, supra note 4, at 1 (observing that “[t]he financial crisis of 2008-09 sparked an unprecedented regulatory response across the globe. . . . The new reforms have dramatically increased challenges and costs for the financial sector related to compliance, reporting and supervisory requests.”).


considered these costs as a source of disruption. This provides a strong economic incentive for more efficient reporting and compliance systems to better control risks and reduce compliance costs. Furthermore, the massive increases in the volume and types of data that have to be reported to regulatory authorities represent a major opportunity for the automation of compliance and monitoring processes. For the financial services industry, the application of technology to regulation and compliance has the scope to massively increase efficiency and achieve better outcomes.

For regulators, RegTech provides the means to move towards a proportionate risk-based approach where access to and management of data enables more granular and effective supervision of markets and market participants. This provides the opportunity to minimize the risks of the regulatory capture witnessed in the run-up to the 2008 GFC as well as being a natural response to the increasingly digital nature of global finance. Furthermore, applying technology to regulation facilitates the monitoring of financial market participants who are becoming increasingly fragmented by the emergence of new FinTech start-ups.

Enhanced reporting accuracy and decreased compliance costs are not new incentives. However, as the financial services industry becomes increasingly digitized, the gap between the accuracy and costs of manual and automatic compliance and monitoring is widening. Combined with recent advances in data science and analytics, RegTech’s growth can be understood

---

15 FERNANDEZ DE LIS, ET AL., supra note 5, at 1.
16 For a comprehensive summary of the various reporting requirements imposed by post-Crisis regulatory reforms, see INSTITUTE OF INTERNATIONAL FINANCE, supra note 3, at 5–8.
17 See IMRAN GULAMHUSEINWALA ET AL., INNOVATING WITH REGTECH - TURNING REGULATORY COMPLIANCE INTO A COMPETITIVE ADVANTAGE 10 (2015) (observing that the development of RegTech will eventually lead financial supervision to a “Compliance by Design” framework which enables automated monitoring of compliance standard by the regulators.).
18 The argument is that if regulators are able directly to access financial data from supervised firms, this will allow them to form their own evidence-based opinion on the state of the company as opposed to relying on the company’s reporting. Similarly, as the amount of data available to regulators increases, their policy decisions and the impact they have on financial markets may be simulated to more accurately predict consequences as opposed to relying on market participants’ self-serving opinions.
20 GLOBAL PARTNERSHIP FOR FINANCIAL INCLUSION, G20 HIGH-LEVEL PRINCIPLES FOR DIGITAL FINANCIAL INCLUSION 12 (2016) (highlighting key action plans that “encourage the use of digital technologies, as appropriate, to improve their processes and capacity for supervision.”).
21 For example, JP Morgan spent a combined US$600 million on regulatory and control technology in 2015. INSTITUTE OF INTERNATIONAL FINANCE, supra note 4, at 1. According to Thomson Reuters’s Annual Cost of Compliance Survey, “[m]ore than two-thirds of firms (68 percent) are expecting an increase in their compliance budget this year (2015) with 19 percent expecting significantly more. G-SIFIs are expecting a noticeably greater increase in compliance team budgets with one third (33 percent) expecting significantly higher budget.” Thomson Reuters Annual Cost of Compliance Survey Shows Regulatory Fatigue, Resource Challenges and Personal Liability to Increase Throughout 2015, supra note 9.
as process automation to substantially decrease both compliance costs as well as the potential for regulatory actions and fines.\footnote{DELOITTE, REGTECH IS THE NEW FINTECH: HOW AGILE REGULATORY TECHNOLOGY IS HELPING FIRMS BETTER UNDERSTAND AND MANAGE THEIR RISKS 4 (2015).}

Regulation today is benefiting from the automation of reporting and compliance processes. This trend is beginning to enable substantial cost savings for industry and superior monitoring by regulators, such that the early signs of real-time and proportionate regulatory regimes that identify risks and enable more efficient regulatory compliance are beginning to emerge.\footnote{For example, in the area of payments transactions monitoring, the IIF observes that “[b]anks both conduct post-facto checks on transactions (taking data inputs from loans, money market, payments and interbank systems), and monitor, flag and block or report illegal transactions in real-time.” INSTITUTE OF INTERNATIONAL FINANCE, supra note 3, at 9.} However, the automation and streamlining of regulatory processes is only an incremental evolution toward a better and more efficient regulatory framework.

In this paper, we seek to analyze the rise of RegTech to aid the understanding of regulators, industry, and the entrepreneurial community. We argue that RegTech developments are at present incremental, but that we are ultimately moving towards a paradigm shift that will necessitate a reconceptualization of financial regulation.

We argue that the transformative potential of technology will only be fully captured by a new and different regulatory framework situated at the nexus of data and digital identity. The developments in FinTech, the tremendous changes in emerging markets, and the recent pro-active stance of regulators (for instance with the development of regulatory sandboxes) may potentially combine to facilitate a transition from one regulatory model to another.\footnote{Currently there are at least four jurisdictions consulting on (and implementing) this new regulatory approach of the regulatory sandbox. They are the UK, Australia, Singapore and Hong Kong. See, e.g., Australian Securities & Investments Commission, 16-129MR Innovation Hub: Regulatory Sandbox Proposal, ASIC (May 4, 2016), http://asic.gov.au/about-asic/media-centre/find-a-media-release/2016-releases/16-129mr-innovation-hub-regulatory-sandbox-proposal/.} This paper sets out to provide a conceptual foundation for RegTech and to craft a very rough roadmap that could serve to guide such a transition.

Following this introduction, Part II considers the evolution of RegTech, so as to provide a framework of analysis for the remainder of the paper. Part III considers the first element of this framework, namely the use of technology by financial institutions and the financial industry to meet regulatory requirements, particularly those resulting from reforms in the wake of the 2008 GFC. Part IV discusses the technology used by regulators, regulators\textsuperscript{\textdagger} historical relationship with the industry, technological developments, and the challenges for regulators of the postcrisis environment. Part V considers the new challenges of FinTech and the need for RegTech in meeting them. Part VI concludes.
II. REGTECH: A FRAMEWORK OF ANALYSIS

As noted at the outset, regulatory and technological developments over the past decade have changed the nature of financial services and financial institutions in ways quite unexpected prior to the 2008 GFC. We turn first to the intentional aspect of this change: postcrisis regulation. Subsequently we consider the digital transformation in developed countries and the growth in digital financial services in developing countries; and then move on to consider the rise and roles of FinTech startups and RegTech.

A. Postcrisis Regulation

The 2008 crisis and resulting postcrisis financial regulatory reforms have transformed the way in which financial institutions operate, combining to reduce their risk-taking, the spectrum of their operations, and their profitability.25 The mass of new postcrisis regulation has dramatically increased the compliance burden on financial institutions, in addition to the direct cost of regulatory penalties (over $200 billion globally since the crisis).26

These changes were the intent of the postcrisis regulatory reform agenda.27 In previous work, we (and many others) have analyzed in great detail the development, implementation, evolution, and effectiveness of postcrisis regulatory reforms and their implications.28 This new regulatory environment is one of the major drivers leading to the emergence of RegTech; we return to this issue in Part III.

B. FinTech

With this dramatically altered regulatory, operating, and compliance environment has also come the rapid evolution of technology and its application to finance, namely FinTech. While FinTech as a term has only risen to prominence in the past three years,29 the interaction between finance and technology has a long history, one that we (and increasingly others) have analyzed.30

25 For a brief overview of the postcrisis global mandated reforms and the profound changes in global finance over the past 40 years, see Ross P. Buckley, Reconceptualizing the Regulation of Global Finance, 36 OXFORD J. LEGAL STUD. 242 (2016).
26 See Cox, supra note 8.
28 See BUCKLEY & ARNER, supra note 2; RECONCEPTUALISING GLOBAL FINANCE AND ITS REGULATION (Ross P. Buckley, Emilios Avgouleas & Douglas W. Arner eds., 2016).
30 See Arner, Barberis & Buckley, supra note 2; Andrew Lo, Moore’s Law vs. Murphy’s Law in the
Today’s FinTech landscape is the result of three major evolutionary trends – impacting traditional financial services in global markets, developing countries, and FinTech start-ups.31

1. Digital transformation in developed markets

In the developed world the transition from an analogue to a digital financial industry started to occur in the late 1960s with the emergence of the handheld financial calculator and the ATM.32 This was followed by decades of increasingly rapid technological change leading up to the latest decade of extraordinarily swift technological developments. While change has been pervasive, particularly in wholesale institutional markets, two areas highlight the scale of transformation: first, payments, and second, securities markets.

While electronic payment systems date back to the time immediately following the invention of the telegraph, the most important developments have occurred since the early 1970s, with electronic payment systems in developed markets and cross-border payment systems such as SWIFT (Society for Worldwide Interbank Financial Telecommunications)33 and VISA,34 the establishment of RTGS (real time gross settlement systems) in the 1980s and 1990s,35 and the creation of CLS (Continuous Linked Settlement),36 culminating in today’s $5.1 trillion-a-day global foreign exchange markets.37

This multidecade process took place through a carefully developed partnership between major central banks and financial institutions, targeted
at both supporting economic and financial globalization, and reducing the serious risks inherent in cross-border payments, particularly systemic risks.\(^{38}\) This is an important example of precrisis RegTech as well as in the evolution of FinTech.\(^{39}\)

In addition – and importantly from the standpoint of other major trends – this global payments infrastructure also provided the basis for the rise of alternative payment systems such as PayPal and AliPay.\(^{40}\)

In the context of securities markets, since the early 1970s, markets have transformed from 19\(^{th}\) century paper-based physical systems to today’s virtual electronic markets, characterized by high frequency and algorithmic trading; the world of the “flash boys.”\(^{41}\) This trend began in 1971 with the establishment of NASDAQ, the first fully electronic securities market,\(^{42}\) with major consequences including the 1987 stock market crash (program trading), the dot.com bubble and collapse in 2001, and the flash crash of 2010. Once again, this transformation arose from an interaction between major market participants and regulators, focused on improving efficiency and risk management while seeking to control risks to investors and markets.\(^{43}\) This interaction can be seen in the context of the National Market System (NMS) in the United States and the Investment Services Directive (ISD), Markets in Financial Instruments Directive (MiFID) and European Market Infrastructure Regulation (EMIR) in the EU. Today, of course, the majority of securities trading involves computers trading with each other, with humans as minority participants who almost never interact outside the electronic environment.\(^{44}\)

---

\(^{38}\) For example, they attempted to reduce risks like Herstatt risk (cross-currency settlement risk). *The Long, Dark Shadow of Herstatt*, THE ECONOMIST (April 12, 2001), http://www.economist.com/node/574236.

\(^{39}\) For example, the IIF highlights in its RegTech Report that “[n]ear real-time settlement could be achieved through automation and global consensus on the blockchain. These capabilities could automate compliance aspects in use cases including cross-border payments, syndicated loans, and repo markets.” Institute of International Finance, *supra* note 3, at 15.


2. Digital financial services in developing countries

Finance for economic development has long been an important focus for policy makers seeking to support growth in developing countries. The emergence of the mobile telephone in the 1980s and its rapid expansion in developing countries from the 1990s set the stage for one of the most important developmental transformations: the emergence of digital financial services (DFS).

DFS are based on the idea of using mobile telephones or other digital platforms to increase access to finance. This is a response to the infrastructure gap that arises when mobile penetration is high, but physical banking infrastructure (and thus financial inclusion) is very low, meaning DFS are the most efficient delivery mechanism for financial products and services. At the first level, the rapid adoption of mobile telephones across large populations previously without access to communications technology provided the necessary infrastructure. Once mobile phones became widely used and available, network effects combined with unmet demand (in this case for financial services) provided the opportunity to use the new, widely available technology to provide access to financial services. The result has been (particularly in parts of Africa) a real success story of increasing financial inclusion and economic growth.

Unlike the digitization of developed country wholesale and institutional markets, in general DFS in most developing countries has developed independently of the efforts of financial regulators, and it was usually led by mobile telecommunications companies. In many cases, financial regulators only began addressing potential risks to consumers and financial stability once mobile payments had already become of major importance in the domestic financial system.

46 This idea is also known as “digital financial inclusion” which “refers broadly to the use of digital financial services to advance financial inclusion. It involves the deployment of digital means to reach financially excluded and underserved populations with a range of formal financial services suited to their needs, delivered responsibly at a cost affordable to customers and sustainable for providers.” GLOBAL PARTNERSHIP FOR FINANCIAL INCLUSION, GLOBAL STANDARD-SETTING BODIES AND FINANCIAL INCLUSION: THE EVOLVING LANDSCAPE 46 (March 2016).
47 See e.g., BANK OF ZAMBIA, FINSCOPE ZAMBIA 2015 1 (2015).
3. FinTech start-ups

The third major element, and the one that typically receives the most press attention today, has been the emergence of new entrants, often start-ups, focused on combining new technology and finance for the benefit of consumers. While successful FinTech start-ups are by no means new (e.g. Bloomberg in the 1980s and PayPal in the late 1990s), their numbers and profile have increased dramatically since 2008. This is reflected in the rise of the noun “FinTech” (meaning a new start-up company applying technology to finance). While the focus is often on alternative financial techniques such as crowdfunding, P2P (peer to peer) lending and robo-advisory services, in fact, this trend also embraces established IT and ecommerce firms (such as IBM, Tata, Apple, Amazon, and Alibaba) and new start-ups, all applying technology to address challenges and create opportunities across the financial sector.

Today, FinTech impacts every area of the financial system in virtually every part of the world, with the most dramatic impact perhaps in China, where technology firms such as Alibaba, Baidu, and Tencent (BATs) have transformed finance and raised new challenges for regulators and regulation. Furthermore, since 2016 regulators in a range of countries including the United States, Australia, Singapore, and the UK have been actively engaged in better understanding FinTech market dynamics and seeking to develop new regulatory approaches.

C. RegTech

Unlike the UK’s Financial Conduct Authority (FCA), we argue that RegTech cannot be simplified as a category of FinTech. According to the FCA: “RegTech is a sub-set of FinTech that focuses on technologies that may facilitate the delivery of regulatory requirements more efficiently and effectively than existing capabilities.” This is a pragmatic assessment of where RegTech is today, but it is made from an overly narrow perspective.

In our view, this definition lacks vision as to the true potential of

---


50 For example, the rationale behind the launch of regulatory sandboxes in the UK, Australia, and Singapore is that regulators will then be able to support innovation in financial services by collaborating with industry to better understand FinTech market dynamics. See ASIC, Fintech: ASIC’s Approach and Regulatory Issues 10–12 (Paper submitted to the 21st Melbourne Money & Finance Conference, July 2016); ASIC, Further Measures to Facilitate Innovation in Financial Services (Consultation Paper No. 260, June 2016).

RegTech represents more than just an efficiency tool and rather is a pivotal change leading to a paradigm shift in regulation. Viewed holistically, RegTech represents the next logical evolution of financial services regulation and should develop into a foundational base underpinning the entire financial services sector.

In the near future, the application of technology to monitoring and compliance offers massive cost savings to established financial companies and potentially massive opportunities to emerging FinTech start-ups, IT firms, and advisory firms. From a regulator’s perspective, RegTech enables the prospect of continuous monitoring that would improve efficiency by both liberating excess regulatory capital and decreasing the time it takes to investigate a firm following a compliance breach. RegTech however offers more: the potential of continuous monitoring capacity, providing close to real-time insights, through deep learning and artificial intelligence (AI) filters, into the functioning of the markets nationally and globally. This would allow regulators to look forward to identify problems in advance rather than simply taking enforcement action after the fact. It is this that so excites Andy Haldane, and for which we argue in this paper. Relative to what regulators have at their disposal today, this is a profound transformation in the approach to both finance and its regulation, and one that would certainly meet with the approval of Captain Kirk’s dour engineer, Scotty.

In the long run, while FinTech is inherently financial in its focus,

52 Id. For a thorough analysis of the FinTech sector, see Arner, Barberis & Buckley, supra note 2.
54 For example, in the case of the new U.S. leverage ratio requirements, banks often complain that the requirements would force banks to shed liquid assets that would otherwise be needed to maintain the LCR requirements. In the words of Citigroup’s comment letter on the August 20, 2013 joint agency notice of proposed rulemaking entitled Regulatory Capital Rules: Regulatory Capital, Enhanced Supplementary Leverage Ratio Standards for Certain Bank Holding Companies and Their Subsidiary Insured Depository Institutions, “[t]he interaction of different leverage, capital, liquidity, debt and wholesale funding-related requirements is not well-understood, but in fact may lead to incentives that increase risk in this system, as banks seek to ‘optimize’ their balance sheet structure across these different requirements.” Comment Letter from Citigroup, Comment Letter on Regulatory Capital Rules: Enhanced Supplementary Leverage Ratio Standards for Certain Bank Holding Companies and Their Subsidiary Insured Depository Institution, 3 (Oct. 21, 2013), https://www.federalreserve.gov/SECRS/2013/October/20131030/R-1460/R-1460_102113_111420_57952327031_1.pdf. Similarly, banks and trade associations also pointed out that the Net Stable Funding Ratio and its short-term counterpart, the Liquidity Coverage Ratio, under the U.S. Basel III regime impose unnecessary costs on banks by “penalizing” securities trading activities. See John Heltman, Long-Term Liquidity Plan Is Costly and Redundant, Banks Argue, AMERICAN BANKER (Aug. 12, 2016), http://www.americanbanker.com/news/law-regulation/long-term-liquidity-plan-is-costly-and-redundant-banks-argue-1090708-1.html.
RegTech has the potential for application in a wide range of contexts from monitoring corporations for environmental compliance to monitoring trucking companies for speeding infractions to tracking the global location of airliners on a real-time basis. As our financial system moves from one based on Know-Your-Customer principles to one based on a Know-Your-Data approach, an entirely new regulatory paradigm that will have to deal with everything from digital identity to data sovereignty, and that will extend far beyond the financial sphere, likewise must evolve.

It is therefore critical to distinguish RegTech from FinTech. The conception that RegTech is a subset of FinTech may come from the fact that the GFC served to catalyze both developments. However, their underlying causes were different.

The emergence of RegTech is attributable to: (1) postcrisis regulation changes requiring massive additional data disclosure from supervised entities;\(^56\) (2) developments in data science (for instance AI and deep learning) that allow the structuring of unstructured data;\(^57\) (3) economic incentives for participants to minimize rapidly rising compliance costs; and (4) regulators’ efforts to enhance the efficiency of supervisory tools to foster competition and uphold their mandates of financial stability (both macro and micro) and market integrity.\(^58\)

The emergence of FinTech is attributable to: (1) financial market deficiencies caused by the GFC and the regulatory response to it; (2) public distrust in the financial services industry, particularly in the United States and EU; (3) political pressure for alternative sources of finance for small and medium enterprises; (4) unemployed financial professionals looking to apply their talents; and (5) the commoditization of technology and the market penetration of the internet and mobile phones, particularly smart phones.\(^59\)

From a market dynamic perspective, FinTech since 2008 has grown organically as a bottom-up movement led by start-ups and IT firms, whilst RegTech has grown mainly in response to top-down institutional demand. RegTech can therefore be seen encompassing three distinct, but complementary, market sectors and groups of participants.

Firstly (and most advanced at present) financial institutions and the financial industry are increasingly applying technology to meet the demands

---

\(^{56}\) See Institute of International Finance, supra note 3, at 5–8.

\(^{57}\) The IIF identified a number of new technologies that could improve data management and analysis which include new cryptographic technology, data mining algorithms, machine learning, blockchain, robotics, and visual analytics. Id. at 12–14.

\(^{58}\) For example, Principle 9 of the BCBS’s “Core Principles for Effective Banking Supervision” requires financial supervisors to use an appropriate range of techniques and tools to effectively implement the supervisory approach and deploy supervisory resources. This includes a criteria that “[t]he supervisor uses a variety of tools to regularly review and assess the safety and soundness of banks and the banking system.” BASEL COMMITTEE ON BANKING SUPERVISION, CORE PRINCIPLES FOR EFFECTIVE BANKING SUPERVISION 30–31 (2012).

\(^{59}\) Arner, Barberis & Buckley, supra note 2, at 23.
of regulators, especially demands upon large financial institutions in
developed markets arising from new postcrisis regulations. Secondly, regulators, similar to the financial services industry, are faced
with the need to use technology to address the challenges of monitoring and
enforcing increasingly demanding regulatory requirements on fast-changing,
rapidly growing and cross-border markets. In addition, regulators,
particularly in developing countries and most dramatically in China, are
facing the challenges of the rapid emergence of new FinTech technologies
and entrants, all at unprecedented speed. Regulators are faced with the need
to develop regulatory approaches that do not hinder development and
innovation while still limiting risks to consumers and financial stability.60

Thirdly, and to date still at a very nascent level, policy makers and
regulators will face the challenge of rapidly transforming financial systems
in coming years, and of building the necessary infrastructure to support their
regulation, which will necessitate the increasing use of, and reliance on,
RegTech. This will have to take place in close cooperation with industry
participants of all sorts.

As a result of the above, the development of RegTech so far has
primarily been driven by the financial services industry wishing to decrease
costs,61 especially in light of the fact that regulatory fines and settlements
have increased forty-five fold.62 The next stage is likely to be driven by
regulators seeking to increase their supervisory capacity. We can therefore
expect RegTech to focus more on business-to-business (B2B) solutions in
contrast to the FinTech sector in which a large numbers of companies focus
on business-to-consumer (B2C), as well as B2B, solutions.63

We begin by considering the most developed space in today’s RegTech
landscape: traditional financial institutions.

III. FINANCIAL INSTITUTIONS: COMPLIANCE AND REGTECH

Traditional financial institutions, particularly large global banks, have

60 See OFFICE OF THE COMPTROLLER OF CURRENCY, SUPPORTING RESPONSIBLE INNOVATION IN THE
FEDERAL BANKING SYSTEM: AN OCC PERSPECTIVE (2016).
61 It was reported that JP Morgan Chase added 13,000 employees at a cost of US$2 billion between
2012 and 2014. Likewise, Deutsche Bank and UBS spent respectively EUR1.2 billion and US$946 million
on regulatory demands in 2014. See Institute of International Finance, supra note 4, at 1.
62 Piotr Kaminski & Kate Robu, A Best-Practice Model for Bank Compliance, MCKINSEY, Exhibit 1
bank-compliance.
63 For example, the most highly funded FinTech verticals are in the Payment and Financing space,
which provide direct services to consumers. Furthermore, the rise of challenger banks post-2007 is also
an expression of the public demand and policy motivation to increase heterogeneity within the retail
banking sector in the UK. For additional details on the UK Challenger Banking Space, please refer to
WARREN MEAD, RICHARD IFERENTA & ROBERT HIBBERT, A NEW LANDSCAPE: CHALLENGER BANKING
ANNUAL RESULT (2016).
been the major drivers of the post-2008 evolution of RegTech, stemming from their appetite for efficient tools with which to deal with massive new and complex regulatory and compliance demands. Financial institutions began applying technology intensively to risk management and compliance in the 1990s, with regulators placing a high level of trust and reliance on such systems. However, the GFC fundamentally altered that paradigm. Since the crisis, regulators globally have implemented far-reaching and extensive regulatory reforms and compliance requirements, which have driven the evolution of IT and compliance in major financial institutions worldwide. In order to address these challenges, global firms are now developing global centralized risk management and compliance functions in order to address the changed regulatory and compliance environments.64

A. Globalization of Finance and the Development of RegTech

The history of global financial regulation is in large measure the story of regulatory initiatives in response to crisis. For example, the extensive financial liberalization and deregulation of the 1970s was followed by the Developing Country Debt Crisis of 1982, which in turn provided the impetus for the first Basel Accord on capital adequacy in the late 1980s.65

This was an iterative process of liberalization, followed by crisis, and then reactive regulatory responses.66 As markets became more international from the late 1960s and increasingly global from the 1980s, domestic regulation became increasingly inadequate to address the challenges of cross-border, international, and global financial markets and institutions. In response, a network of cooperative arrangements between policy makers and global standard-setting bodies gradually evolved to address new risks arising from the internationalization and globalization of finance. This network was centered on organizations including the Bank for International Settlements (BIS), the Basel Committee on Banking Supervision (Basel Committee), the Financial Action Task Force on Money Laundering (FATF), the Financial Stability Forum, and the Group of Seven (G-7) Industrialized Countries.67 These organizations, comprised primarily of domestic regulatory agencies from major developed financial markets, came together following each major crisis (Herstatt in the 1970s, the Developing Country Debt Crisis of the 1980s, the Mexican and Asian Financial Crises, and the failures of BCCI and

64 See EY, CENTRALIZED OPERATIONS - THE FUTURE OF OPERATING MODELS FOR RISK, CONTROL AND COMPLIANCE FUNCTIONS (2014).
66 For the development of this framework, see Buckley & Arner, supra note 2.
Barings of the 1990s) to agree on further coordinated regulatory responses to prevent similar problems in future. Major examples of such “soft law” financial regulatory agreements thus developed include the 1988 Basel Capital Accord (Basel I), its replacement (Basel II), and the FATF’s 40 Recommendations.

From the standpoint of financial institutions, the period from the late 1960s to the 2008 GFC was one of continual expansion in scope and scale, culminating in huge global financial conglomerates. This took place through organic growth and more significantly through mergers and acquisitions, with the merger of Travelers and Citibank to form Citigroup in 1999 being paradigmatic (as illustrated in Figure 1.0).

![Figure 1. Infographic based on information from the Federal Reserve and GAO depicting how thirty-seven banks became the “Big Four” between 1990 and 2009.](https://letstalkpayments.com/37-banks-1999-2009-became-4-banks-today-mega-consolidation/)
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70 See FATF, FATF 40 RECOMMENDATIONS (Oct. 2003); Brummer, supra note 67.


As financial institutions expanded their scope and scale across jurisdictions and sectors, they faced increasing operational and regulatory challenges. This led to a major expansion of risk management and legal and compliance activities, particularly throughout the 1990s and 2000s. Risk management from the 1980s was increasingly achieved by using financial technology as finance became increasingly quantitative and IT became ever more powerful. The combination of quantitative finance and IT was reflected in the emergence of financial engineering and Value at Risk (VaR) systems in major financial institutions.73 These systems were a major element of the transformation of finance prior to the GFC, but also one of the greatest risks and failures underlying the crisis itself.74 Put simply, by the early twenty-first century, the financial industry—particularly very large global financial institutions and their staff, management, and shareholders—had become overly confident in the ability to manage and control risks through the application of quantitative finance and IT.75

Regulators too became overly confident in the ability of this quantitative IT framework to manage risks, as is demonstrated by the heavy reliance of the Basel II Capital Accord on quantitative internal risk management systems of major global financial institutions.76 Essentially, regulators outsourced major aspects of financial regulation to the largest industry participants and their internal risk control mechanisms.

These two aspects of reliance on quantitative risk management systems by industry and regulators could be viewed as the first iteration of RegTech,

74 The VaR model is unreliable in many ways. See Simon Johnson & James Kwak, Seduced by a Model, NY TIMES ECONOMIX BLOG (Oct. 1, 2009), http://economix.blogs.nytimes.com/2009/10/01/seduced-by-a-model/. (“VAR depends on three assumptions that are generally false: not all assets, particularly illiquid ones, are included in the VAR calculation; estimates are based on past data that is unrepresentative of the future; and because financial returns exhibit ‘fat tails’ (extreme outcomes are more likely than you would expect), VAR estimates tell you very little about how bad things can get that last 1 percent of the time.”). For an empirical study on the limitations of the VaR model, see Andreas Krause, Exploring the Limitations of Value at Risk: How Good Is It in Practice?, 4 J. RISK FIN. 19 (2003).
75 Overreliance on financial technology such as VaR (estimated through the use of Gaussian copula function) that allowed hugely complex risks to be modelled was perhaps what destroyed Wall Street according to one commentator. Felix Salmon, The Formula that Killed Wall Street, 9 SIGNIFICANCE 16 (2012).
a sort of RegTech 1.0. Unfortunately, this precrisis partnership between the financial industry and its regulators, based on quantitative internal risk management systems, provided a false sense of security and confidence77 that was shattered by the 2008 GFC.

B. RegTech in the Financial Services Industry: Impact of the 2008 Global Financial Crisis

To date, traditional financial institutions and their risk management and compliance needs have been the primary driver of, and market for, RegTech solutions. While the financial services industry has long been a major user of automated reporting and compliance tools, increased regulatory costs since 2008 have enhanced the incentive to shift quickly to adopt digitization and automation of processes as the default method of meeting regulatory obligations.

The emergence of RegTech can be largely attributed to the complex, fragmented and ever-evolving post-GFC global financial regulatory regime. Over-reliance on complex, prescriptive and lengthy post-GFC regulations led to massive compliance and supervision costs for the regulated and the regulators. Carrying out financial supervision, in response to the growing level of regulatory complexity, inevitably required greater granularity, precision and frequency in data reporting, aggregation, and analysis.78 Examples can be easily found in the case of capital and liquidity regulations under Basel III, stress testing and risk assessments in the UK, United States, EU, and elsewhere, and the reporting requirements imposed on OTC derivatives transactions resulting from Group of 20 (G20) and Financial Stability Board (FSB) agreed approaches and as implemented (in conflicting fashions) in the context of Dodd-Frank or the EU’s EMIR.79 Compliance costs rose significantly as a result of the increasing regulatory burden that made the use of innovative technologies a natural and promising solution to compliance requirements.80 As reported by Let’s Talk Payments,

77 One example is that Basel II’s Internal Ratings-Based (IRB) approach was perceived to achieve two major goals: the enhancement of risk sensitivity, and the promotion of incentive compatibility. Nevertheless, in hindsight, the pursuit of risk sensitivity was mostly accomplished by banks pushing assets off their balance sheets, leading to a false sense of security.
78 Institute of International Finance, supra note 3, at 5–8.
79 Id. at 7. For discussion in the context of the US, see FINANCIAL STABILITY OVERSIGHT COUNCIL, STUDY ON THE EFFECTS OF SIZE AND COMPLEXITY OF FINANCIAL INSTITUTIONS ON CAPITAL MARKET EFFICIENCY AND ECONOMIC GROWTH CARRIED OUT AT THE DIRECTION OF THE CHAIRMAN OF THE FINANCIAL STABILITY OVERSIGHT COUNCIL (March 2016).
80 See Eleanor Hill, Is RegTech the Answer to the Rising Cost of Compliance?, FX-MM (June 13, 2016), http://www.fx-mm.com/50368/fx-mm-magazine/past-issues/june-2016/regtech-rising-cost-compliance/ (noting that “[a]s rules of thumb go, judging regulatory complexity by the amount of paperwork being issued by global regulators is not a bad proxy. Between 2009 and 2014, G20 regulators increased their document output by 500%”), Andrew Cornell, AgTech, ResTech, RegTech, FinTech –
“[t]he annual spending by financial institutions on compliance is estimated to be in excess of US $70 billion.”81 In this situation it is no wonder the industry turned to RegTech for cost-effective solutions.

Second, the deepening regulatory fragmentation displayed in many different markets has given rise to an additional layer of compliance burdens for financial institutions. Despite the push by global policy makers for similar postcrisis reforms, the requirements and rules for implementing these reforms range from being slightly different to significantly dissimilar between markets. The overlaps and contradictions in regulations led financial institutions to turn to RegTech to optimize compliance management.82

Third, the rapidly evolving nature of the postcrisis regulatory landscape introduced uncertainty on future regulatory requirements which put a premium on financial institutions enhancing their adaptability in regulatory compliance.83 The use of RegTech may have taught financial institutions how to ensure compliance in a changing dynamic environment through iterative modeling and testing.

Last but not least, the regulators themselves are becoming motivated to explore the use of RegTech to ensure financial institutions comply with regulations in a responsive manner.84 The use of RegTech can add value to regulators by helping them understand, in closer to real-time, innovative products and complex transactions, market manipulation, internal fraud, and risks,85 which we discuss in Part IV.

According to the Spanish international bank BBVA, financial industry RegTech focuses on:

The automation of manual processes and the links between steps in analytical/reporting processes, the improvement of data quality, the creation of a holistic view of data, the automated analysis of data with applications that are able to learn during the process, and the generation of meaningful reports that can be sent to regulators and...
used internally to improve key business decision making.\textsuperscript{86}

In other words, RegTech embodies technological solutions to improved regulatory processes and related compliance. Additionally, new technological developments (such as AI and machine learning) allow for new forms of market monitoring or reporting processes which were previously not possible.\textsuperscript{87} Indeed, the Bank of England is closely looking at the evolution of RegTech, stating that:

“Firms have started to make progress in response to the limitations of existing surveillance solutions, including the use of new technology and analytics which go beyond the key-word surveillance and simple statistical checks previously used by firms to detect improper trading activity . . .”\textsuperscript{88}

As noted, this has been driven in the first instance by postcrisis regulatory reforms and the demands of regulators, with the application of technology the enabling factor. Leading examples include anti-money laundering (AML) and know-your-client (KYC) compliance requirements and prudential regulatory reporting and stress testing compliance requirements.

1. AML and KYC

As previously mentioned, FATF, an organization of developed country governments established in 1989 and hosted by the OECD, establishes international soft law standards that address money laundering and terrorist financing. The 40 Recommendations of the FATF have now been implemented into the domestic legal systems of most jurisdictions in the international financial system.\textsuperscript{89} While the FATF does not have a formal treaty-based structure, its pronouncements nonetheless have wide impact, with noncompliant jurisdictions and financial institutions at risk of having their access to major markets such as the United States and EU limited by those domestic regulators. In addition to the FATF and its Recommendations, the UN is also active in issuing sanctions lists of prohibited or restricted countries, firms and individuals.\textsuperscript{90} Unlike FATF Recommendations, UN


\textsuperscript{87} See Institute of International Finance, supra note 3, at 11–14.


sanctions lists do in fact have a formal international legal basis. The impact of both FATF rules and UN sanctions on the operations of financial institutions around the world has been dramatic, with AML operations within large financial institutions often forming a major division tasked with implementing AML rules and the sanctions imposed by the various jurisdictions in which the institution operates, particularly those of its home jurisdiction and of the United States (given the primacy of the U.S. dollar in international transactions and U.S. activism in enforcement). In addition to operations of individual financial institutions, infrastructure providers such as SWIFT and CLS are important implementers of AML and sanctions.91

Despite the 40 Recommendations being an internationally agreed, harmonized standard, they must still be implemented in the domestic legal systems of individual jurisdictions. The result is that although the standards are common, the details of their implementation from jurisdiction to jurisdiction may vary. Within individual jurisdictions there may even be differential implementation across regulatory authorities (for example, the banking regulator and the securities regulator may have slightly different requirements in implementing an internationally agreed standard).

From the standpoint of compliance, a number of issues arise. First, every client or potential client of a financial institution must be reviewed under the central element of the AML requirements, that of knowing one’s customer. This is an intensive process that requires documentation of identity, income, source of funds, and the like, at a deeper than surface level. For a large financial institution with operations in multiple countries with thousands of customers, this is a demanding process that is generally established and implemented through the firm’s internal IT, risk management, and compliance systems.92

Second, because of differences between the requirements of individual jurisdictions, firms operating across multiple markets have to implement systems (usually IT-based) that address not only the general global requirements, but also the specific requirements of individual markets, and in some cases of individual regulatory authorities within those markets.93

Third, the United States in particular has been very active, especially post-9/11, in enforcing its rules on not only U.S. financial institutions but also foreign financial institutions with operations in the United States. A
number of major financial institutions including HSBC, Standard Chartered, Barclays and BNP Paribas have been subjected to U.S. regulatory action for AML violations, sanctions violations, or both, resulting in large fines from U.S. federal and New York state regulators.94 These actions against major financial institutions have typically resulted in deferred prosecution agreements, one requirement of which is typically the implementation of global systems of AML and sanctions compliance meeting US standards throughout the entire global operations of the firm.

Fourth, a core aspect of AML requirements is the reporting of suspicious transactions. Such requirements include both subjective elements (for instance unusual account behavior) as well as objective elements (e.g. reporting of any cash transaction over a certain size, often $10,000).95 The investigation and reporting process within a large financial institution is a major operation that requires significant resources, both human (at the moment) and IT.

This combination of factors has meant that AML and KYC has been a particular focus of RegTech spending and development within major financial institutions and in IT and advisory firms and start-ups, such that the majority of RegTech solutions to date have focused on KYC compliance.96

2. Prudential regulatory reporting and stress testing

The general features underlying the rapid development of RegTech in the AML and KYC context also underpin the development of RegTech in the prudential regulatory reporting and stress testing context.

Like AML and KYC requirements, prudential regulatory reporting requirements were a major feature of financial regulation and compliance prior to the GFC. These were typically embedded in capital and trading reporting requirements.97 While trading reporting requirements primarily focused on exchange traded activities and were designed to address issues of market conduct (in particular market manipulation and insider trading), capital requirements focused on the prudential safety and soundness of the individual financial institution.98

97 See Institute of International Finance, supra note 3, at 6–9, 11.
Capital requirements have been a major focus of cross-border regulatory cooperation since the 1980s, when the original Basel I Capital Accord was developed in response to insufficient levels of capital in internationally active financial institutions after the 1980s Developing Country Debt Crisis. While initially fairly simple, throughout the 1990s Basel I was subject to a series of amendments which steadily increased its complexity and related compliance costs. Of these, the amendments to extend the framework from credit risk to market risk and to recognize netting in derivatives contracts were probably the most significant, with the former’s use of internal models forming an important element of Basel II.

Basel II, developed in the aftermath of the 1997 Asian Financial Crisis, was designed to bring together regulatory, economic and accounting capital into a single state-of-the-art market friendly framework. This reflected the consensus view of the reliability of quantitative financial risk management systems (despite some evidence to the contrary provided by the rescue of LTCM in 1999). Basel II thus extended the internal models-based approach, initiated by the Basel I Market Risk Amendment in 1995, to all aspects of capital regulation. Effectively, financial regulators outsourced the setting of capital requirements to large financial institutions themselves.

Following the GFC, attention has focused on the development of Basel III, designed to dramatically increase capital (particularly equity capital), reduce leverage, enhance liquidity, and implement systems of crisis management for individual institutions, including by limiting reliance on firms’ own internal risk modeling systems. This is a massive framework in its internationally agreed soft law form, and it will be even more substantial when implemented in the legal and regulatory systems of
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individual jurisdictions.

As with AML, prudential regulation requires global institutions to understand, monitor and report all aspects of their activities to regulators in the jurisdictions in which they operate. These requirements continue to multiply, with daily reporting of thousands of data points to multiple regulators in different jurisdictions now being the norm for a large, internationally active bank. 104 Such requirements mean that financial institutions have to be able to produce the necessary data at the required frequency in the form required by each individual regulator. While the overall approaches may be harmonized, the details frequently are not. 105 Development of significant compliance teams and IT systems to implement these requirements has thus been a major focus since 2008, with continual evolution of requirements as each stage of the G20/FSB reforms are agreed and implemented in individual jurisdictions.

Unlike the situation pre-crisis, regulators no longer rely on the internal risk management systems of individual financial institutions to produce appropriate levels of capital for economic, regulatory and accounting purposes, but instead have established complex rules to set capital, leverage, and liquidity at levels sufficient to protect financial stability, all backed up with periodic reviews and “stress tests.” 106 These changes have increased the demand for RegTech solutions for the financial industry.

As we argue in this Part, these regulatory requirements also necessitate the ever-increasing application of technology by regulators in order to monitor the rivers of data being sent to them. All this demand for RegTech solutions is providing opportunities for established advisory and technology firms as well as start-ups.

C. RegTech: A FinTech Opportunity

In addition to regulatory factors, RegTech is also being driven by FinTech developments. Examples include: 107


105 This is probably the reason that some private sector standards promoters, such as ISO and the IIF, call for data standardization and definition harmonization. See Institute of International Finance, supra note 3, at 10.


• **AML and KYC requirements.** AML and KYC requirements established by the FATF and the Basel Committee and implemented by domestic regulators around the world have been a driving force in the demand for RegTech solutions, in particular for technology to simplify and automate processes across the firm and to ensure compliance with applicable rules around the world, including suspicious transaction identification and reporting.\(^{108}\) An increasing range of IT firms, advisory firms, and start-ups are involved, with clear opportunities for future development.

• **Reporting and data submission framework (e.g. Basel III, Dodd-Frank).**\(^{109}\) As noted above, postcrisis regulatory changes have dramatically increased financial industry reporting requirements, particularly for large financial institutions. A key aspect of financial institution RegTech involves building strategic platforms to aggregate all the data needed to comply with stress testing requirements. At a more advanced level, there is an opportunity for both established institutions and start-ups to provide near real-time data analysis and customized reporting.

• **Capital assessment and Stress testing (CCAR, AQR).**\(^{110}\) In addition to reporting requirements, capital requirements and related stress testing emerging from postcrisis reforms are major drivers of RegTech in the financial industry. Advanced analytics capabilities can be used to design models and evaluate how thousands of variables impact financial institutions.

• **Trading book risk management (Volcker, MiFID).**\(^{111}\) New regulations addressing trading have added complexity to the compliance requirements of global firms, particularly those facing different requirements in different jurisdictions. Algorithms can control the margin requirements for each transaction and manage the market risk of traders’ portfolios.

Clearly, we are still at a fairly early stage in this process, but its evolution is developing rapidly.

D. Looking Forward: Shared Services Utility and Global
Compliance


Bangalore is already Goldman’s second largest office (with approximately 6,000 staff, compared to 12,000 in New York). Other major financial institutions, including JP Morgan, Citibank, Morgan Stanley, Barclays, Deutsche Bank, HSBC, and Standard Chartered, among others, have large proportions of their staff in centralized support operations in India, especially in Bangalore, Mumbai, New Delhi, and Chennai. These are no longer primarily traditional back offices or call center operations but rather are increasingly focused on integrated global risk management and regulatory compliance. For instance, in the context of customer on-boarding, account opening, and KYC operations, these functions may be centralized in India (or elsewhere) for the entire operations of a global financial services firm.

Likewise, in the context of the extensive reporting requirements of prudential regulators around the world, particularly resulting from postcrisis reforms, financial institutions now look to centralized operations to gather the necessary data globally on a real-time basis so that, in the first instance, the institution and its management has a much clearer picture of operations and risks, and in the second instance, so that the information can be repackaged as necessary to meet the requirements of regulators around the world. Ironically, these operations look a great deal like pre-2008 trading floors, with rows of desks with telephones and multiple screens to allow continuous monitoring and communication across the institution.

From a regulatory standpoint, these operations are interesting: generally, they are separately incorporated subsidiaries and are not regulated as banks in their host jurisdiction, as they are not conducting “banking” activities requiring licensing and regulation. Rather, they are often subject to the domestic outsourcing rules of the jurisdictions of the group entities for which they provide support.

The result is the emergence of an entirely different way of addressing compliance, one driven by technology and regulatory change and comprising the most sophisticated level of RegTech today, what one could call the first element of a new postcrisis RegTech 2.0. From this it should be clear that the
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115 For a summary of the regulatory issues concerned with shared services, see DELOITTE, SHARED SERVICES HANDBOOK: HIT THE ROAD (2011).
increasing prevalence of RegTech in industry requires regulators to adapt and adopt technology within their own internal processes, which comprises the second element of postcrisis RegTech 2.0 and is the subject of Part IV.

IV. REGULATORS: COPING WITH COMPLIANCE

The common view is that regulators are under-resourced in terms of human capital and budgets, especially when it comes to acquiring and implementing technology. While as a general proposition this is almost certainly true and one of the main barriers to the development of RegTech within the regulatory community (and particularly in the context of developing countries), regulators have had some notable successes in the context of technology and regulation.116

It is certain, however, that relative to the private sector there has been a lag in regulator adoption of RegTech. Nonetheless, it is worth noting that large market incidents have prompted regulatory (re)action. In particular, regulators have actively used technology since the 1980s to monitor and enforce market integrity in exchange traded securities markets, with the U.S. Securities and Exchange Commission (SEC) providing the global lead.117 In addition, as discussed in Part III, regulators and the financial industry have long worked closely in the evolution of robust technological and regulatory solutions to issues regarding cross-border electronic payment systems as well as securities trading and settlement systems. However, with the rapidly growing amount of information reported to regulators and new technology such as AI and deep learning, there seems to be great potential for more to be done in terms of automating market supervision, consumer protection, and prudential regulation.118 In addition, regulators are being challenged by the pace of FinTech innovation, with this challenge being particularly acute in developing countries.

A. RegTech: A Regulator’s Tool for the Twenty-First Century

The evolution of RegTech in the financial industry discussed in Part III, particularly RegTech developed by large global financial institutions and infrastructure providers such as payment systems, securities exchanges, and

116 We can observe this from the perspective of how technology changes and impacts the exercise of regulatory supervision and oversight in the field of securities regulation. Chris Brummer, Disruptive Technology and Securities Regulation, 84 FORDHAM L. REV. 977 (2015).

117 See, e.g., SEC, REPORT TO THE CONGRESS: THE IMPACT OF RECENT TECHNOLOGICAL ADVANCES ON THE SECURITIES MARKETS (1997); see also Tech. COMM. OF THE INT’L ORG. OF SEC. COMM’n, REGULATORY ISSUES RAISED BY THE IMPACT OF TECHNOLOGICAL CHANGES ON MARKET INTEGRITY AND EFFICIENCY (2011) (providing an overview of the major movements the SEC has led in regulation).

118 See Maryam M. Najafabadi et al., Deep Learning Applications and Challenges in Big Data Analytics, 2 J. BIG DATA 1 (2015).
clearing and settlement systems, highlights the rate of change within the
industry itself. However, the regulators themselves provide an example of
the gap between IT-enabled systems in the industry and the lack of IT-
enabled solutions among regulators. This gap, now quite wide, is one
regulators are beginning to become increasingly aware of due to the simple
necessity of dealing with the masses of reports and data that post-GFC
regulatory changes have required industry to deliver to them.\(^\text{119}\) Given that
these data streams are designed to ensure financial stability and market
integrity, it is essential for regulators to develop systems to appropriately
monitor and analyze these regulatory datasets.

B. Big Data: Matching Reporting with Analytical Tools

AML and KYC has so far provided one of the most fertile areas for the
development of RegTech in the financial services industry in the postcrisis
period.\(^\text{120}\) However, the information being produced by the financial services
industry (particularly suspicious transactions reports) provides an example of
an area where regulators are beginning to consider technological solutions to
assist in monitoring and analysis and one where failure to do so would in fact
largely defeat the intended regulatory objectives.

Failure by regulators to develop the IT capabilities to use the data
provided in response to reporting requirements would severely impact the
achievement of the policy objectives of such reporting requirements.\(^\text{121}\) This
also provides an important opportunity for collaboration between regulators
and academia (particularly quantitative finance and economics academics
who have highly developed capabilities in analyzing datasets and a constant
hunger for new datasets to analyze). Such collaboration offers great potential
benefit to regulators and academics in supporting financial stability, market
integrity, and a greater understanding of market behavior and dynamics.\(^\text{122}\)

\(^{119}\) For example, the UK Government Office of Science has acknowledged that “[a]t a time when
institutions are asked to provide unprecedented quantities of data, there remains doubt about the
regulators’ ability to measure risk and use such risk measurements in determining prudential regulatory
regimes. This doubt is understandable, as much of recent prudential regulation has been designed and
implemented in a constrained period of time, yet addresses complicated and evolving problems such as
systemic risk measurement.” UK GOV’T CHIEF SCI. ADVISER, FIN TECH FUTURES - THE UK AS A WORLD

\(^{120}\) To the extent that KYC is to RegTech what P2P was to FinTech: an immediately relatable
postercild.

\(^{121}\) Ravi Kalakota, RegTech – Regulatory/Risk Data Management, AML, and KYC Analytics,
PRACTICAL ANALYTICS (Jan. 17, 2013), https://practicalanalytics.co/2013/01/17/data-management-aml-
and-kyc-analytics/; see also KPMG, TEN KEY REGULATORY CHALLENGES FACING THE BANKING &

\(^{122}\) Such collaboration among regulators, academics and businesses has also been highlighted in the
FinTech Report by the UK Government Chief Scientific Adviser. See UK GOV’T CHIEF SCI. ADVISER,
supra note 119, at 52.
An area where regulators have been successful in using technology to monitor and analyze markets over the past twenty years is in reporting of transactions in public securities markets. Today, regulators rely heavily on the trade reporting systems of securities exchanges to detect unusual behavior which can serve as a trigger for further analysis and potential regulatory investigation and enforcement;\(^\text{123}\) for instance, trading on inside information in advance of a major corporate event, such as a merger or acquisition. Securities exchanges maintain data on all trades so it is a simple matter to review trading activity prior to an announcement of a merger or acquisition to look for unusual trading activity. Such activity is then investigated for possible misconduct, which if indicated may form the basis of an enforcement action. Such systems provide an excellent example of RegTech 1.0 in the precrisis period.

Since the GFC, such systems have been shown to be limited by their lack of information on activities taking place off the exchanges. This is a clear concern given that the majority of trading in many major securities markets now takes place off-exchange via Electronic Communication Networks (ECNs) and “dark pools.”\(^\text{124}\) Regulatory changes in the United States and EU are set to change this by mandating reporting of all transactions in listed securities, whether or not those transactions take place via a formal exchange or an off-exchange electronic system. Such reporting requirements must likewise be matched with IT systems within regulators themselves to monitor and analyze information presented.

This is the approach regulators must apply across their regulatory roles. This is the second element of an emerging RegTech 2.0. We argue however that it is necessary to move beyond this level and to develop a new approach.

C. Cybersecurity

The question of cybersecurity in finance highlights the necessity of further regulatory development.\(^\text{125}\) In particular, the digital transformation of finance (the FinTech process) has made the industry far more vulnerable to attack. Indeed, as the financial services industry continues to evolve into a digitized data-based industry, there is an increasing risk of attack, theft, and fraud from hackers (and other cybercriminal activity). The 2016 Bangladesh central bank heist, implemented via SWIFT, has shown the vulnerabilities of existing frameworks, with the recent Yahoo hack providing further evidence of the potential risks.

Likewise, the 2008 GFC highlighted the public good and public order


\(^{125}\) See FIN. STABILITY OVERSIGHT COUNCIL, FSOC 2016 ANNUAL REPORT (2016).
role of the financial sector, so that the financial sector and financial stability are not only economic issues but also national security issues.

Not surprisingly, this is an area of focus for regulators and one increasingly at the center of international attention from organizations such as the FSB and Basel Committee. This is in addition to the very natural attention placed on the issue by financial institutions themselves: cybersecurity is one of the most significant risks faced by the financial industry, particularly as the digitization and centralization of processes continues. Likewise for new FinTech start-ups, cybersecurity should be a key concern as these data intensive companies often have a limited comprehension or perceived need of security as they live in a digital world with an abundance of data. Whilst money has scarcity, which drove the development of secure vaults and payment systems, data abundance may not create the right incentive for firms (beyond reputation risks) and can clearly harm consumers.

Cybersecurity is thus the clearest example of how FinTech demands RegTech. However, the area with perhaps the greatest potential for RegTech is macroprudential policy.

D. Macroprudential Policy

Prior to the GFC, the focus of prudential and financial stability regulation was very much on the safety and soundness of individual financial institutions, particularly banks. This was premised on the idea that if each individual bank was financially safe and sound, then the financial system as a whole would likewise be stable. The GFC fundamentally altered this view, and since 2008, there has been a new focus on macroprudential policy, with the G20 tasking the IMF, FSB, and BIS to focus on the development of related early warning systems to prevent the build-up of risks that lead to financial crises, with the overall intention, whenever possible, to prevent crises from happening (or at the least minimize their severity). Macroprudential policy focuses on the stability of the entire financial system, based on a holistic analysis and focusing on interconnections and evolution over time.

As a result of this new focus, an increasing number of jurisdictions have implemented new institutional frameworks to support macroprudential policy, including the Financial Stability Oversight Council (FSOC) in the United States and the European Systemic Risk Board (ESRB) in the EU.

These new institutional frameworks have been tasked, along with the IMF, FSB, and BIS, to seek to develop and implement macroprudential policies to prevent financial crises and support financial stability. Macroprudential policy thus seeks to use the massive amounts of data being reported to regulators in order to identify patterns and reduce the severity of the financial cycle.

This process however is proving challenging. Nonetheless, some progress is being made in identifying potential leading indicators for future financial instability. The progress to date involves quantitative analysis of large volumes of data searching for interconnections and implications. The massive amounts of data being reported by financial institutions and financial infrastructure providers around the world is providing an ever increasing volume of data of ever-increasing forms which can feed into these analytical processes. Already, major central banks such as the Federal Reserve, the European Central Bank and the Bank of England are beginning to use data “heat maps” to highlight potential issues arising from automated analyses of the masses of daily and other data (such as stress tests) being produced by the financial services industry.

While these efforts remain at an early stage, they do highlight the likely future direction of RegTech in the area of macroprudential policy. At the same time, as a result of the process of analysis, regulators are continually identifying needs for yet more data. This results in ever increasing reporting requirements for financial institutions, further driving the need for RegTech processes and the necessity of centralized support services to collect and produce the required data at the required frequency and in the required format. In particular, the Basel Committee (in the so-called BCBS 239) has set requirements for risk data aggregation and reporting which, as they are implemented around the world, are driving internal processes in both financial institutions and regulators, with an increasing focus on near real-time delivery, with near real-time analysis hoped to follow. Significantly, the FSB and IMF have identified the need for harmonization of reporting templates for systemically important financial institutions in order to make analysis of data collected more straightforward.

While these are very important developments and show the first steps
on the way to better regulation through technology, they highlight the
difficulties for other regulators in terms of expertise, access to technology,
and financial constraints. They also set the stage for the application of more
tsophisticated big data tools including deep learning and AI.

V. FINTECH REQUIRES REGTECH

Building on the framework of analysis introduced in Part II establishing
a working definition of RegTech, Parts III and IV have shown that regulators
relied on the market penetration of technology to promote the development
of DFS in developing countries and worked with industry participants to
support development of financial infrastructure and related regulatory tools.
More recently, policy makers and regulators are focusing attention on areas
such as cybersecurity and macroprudential policy, highlighting the potential
for far greater progress in coming years.

A. Re-inventing Financial Regulation

Based on the preceding analysis, the focus of RegTech going forward
needs to shift away from the efficiency gains it has provided to date and look
instead to RegTech’s potential as a transformative tool to revolutionize
financial regulation. Indeed, the speed of FinTech innovation, combined with
the dramatic progress witnessed in some developing countries, warrants not
only that RegTech be used to make financial regulation more effective and
affordable, but also that RegTech be used to reconceptualize and redesign
financial regulation in line with the transformation of financial market
infrastructure.134

As FinTech gradually moves from digitization of money to embrace the
monetization of data, the regulatory framework for finance will need to be
rethought so as to cover notions previously unnecessary such as data
sovereignty and algorithm supervision. At this stage, the sustainable
development of FinTech will need to be built around a new framework,
namely RegTech. Doing so will required a sequenced approach.

First there is the need for a holistic approach that focuses on building
twenty-first century infrastructure to support market functions. This is most
clear in the context of SWIFT, with efforts now focusing on developing an
improved structure to support global payments. On the technological side,
blockchain may offer the potential to replace the clearing and settlement
methods devised in the nineteenth century.135 In the context of emerging
markets, India’s recent introduction of a multilevel strategy to support
FinTech evolution and innovation broadly shows one very promising

134 See WORLD ECON. FORUM, THE FUTURE OF FINANCIAL INFRASTRUCTURE (2016).
example of how RegTech 3.0 could look.

Second is the challenge of developing appropriate regulatory responses to FinTech innovation. This is a core aspect of RegTech 3.0 that has been a major challenge for regulators around the world to date and that we have discussed previously.\footnote{Arner, Barberis & Buckley, supra note 2; Zhou, Arner & Buckley, supra note 49.} One group of participants (often from the tech side) have argued for a laissez-faire approach, so as first to allow FinTech to grow and then, only once it has developed, to put in place regulation.\footnote{See, e.g., FinTech Regulation in China, Hong Kong, and Singapore, NORTON ROSE FULBRIGHT (May 10, 2016), http://www.nortonrosefulbright.com/knowledge/publications/139380/fintech-regulation-in-china-hong-kong-and-singapore; Deborah Ralston, Let’s Not Regulate Away the Competition Fintech Can Bring, THE CONVERSATION (Aug. 6, 2015), https://theconversation.com/lets-not-regulate-away-the-competition-fintech-can-bring-45496.} In many ways, this was China’s approach until 2015. Because of a number of negative experiences, since the middle of 2015, China has instead focused on implementing a complete regulatory framework for FinTech.\footnote{Andrew Meola, China Just Hinted It Could Increase Fintech Regulation, BUSINESS INSIDER (June 29, 2016), http://www.businessinsider.com/china-just-hinted-it-could-increase-fintech-regulation-2016-6/?r=AU&IR=T.} The traditional financial services industry, arguably fearful of competition from new entrants unhindered by complex and expensive regulatory and compliance requirements, typically argues in favor of similar treatment for all.

In our view, the key is to balance risk and potential innovation by working closely to understand industry developments but at the same time making sure that similar activities are regulated in similar ways in order to protect against regulatory arbitrage.\footnote{The G-20 in its recently approved High-Level Principles for Digital Financial Inclusion also calls for the promotion of an “Enabling and Proportionate Legal and Regulatory Framework” that “ensure[s] that similar risks are regulated in a similar manner and that an appropriate risk-based approach to supervision is developed.” GLOB. P’SHP FOR FIN. INCLUSION, G20 HIGH-LEVEL PRINCIPLES FOR DIGITAL FINANCIAL INCLUSION (2016).} Regulatory arbitrage, in particular moving activities to unregulated environments to avoid regulatory scrutiny, together with excessive reliance on financial institutions’ internal quantitative risk management systems, were two of the major underlying factors in the 2008 GFC.\footnote{See also U.S. FIN. CRISIS INQUIRY COMM’n, THE FINANCIAL CRISIS INQUIRY REPORT - FINAL REPORT OF THE NATIONAL COMMISSION ON THE CAUSES OF THE FINANCIAL AND ECONOMIC CRISIS IN THE UNITED STATES (2011).} This idea of regulatory arbitrage underlies the postcrisis focus on addressing risks of shadow banking.

At the same time, there should be a multilevel approach which applies graduated regulatory requirements to firms based upon their level of risk and size. FinTech experience in the past decade (particularly in Africa and China) highlights the challenge of speed of development and the potential to move from “too small to care” to “too big to fail” (systemically important) in very
short periods of time. In fact, it is this that has caused the reevaluation of regulatory approaches in China. This also highlights the necessity of monitoring of new developments across the financial system by regulators, in order to both understand what is happening and its potential implications. At the international level, this is now taking place through the FSB in conjunction with the IMF and BIS, in an effort to identify and raise awareness of new developments that may quickly arise in other markets.

Third, we will consider regulatory sandboxes. These have been a central focus in the context of appropriate regulation of FinTech. From our perspective, perhaps the greatest potential for the sandbox tool is in the context of the evolution of RegTech, through the opportunity they present for the testing of new approaches by industry and regulators.

B. From KYC to KYD: Changing Regulation Byte by Byte

From a technological standpoint, the development of RegTech is not a major challenge. The primary limitation may instead come from the regulators’ own ability to handle and process the increased amount of data generated through technology. The UK FCA seems cognizant of this fact as it is currently controlling access to its regulatory sandbox to a limited number of applicants with a detailed testing plan. As a result, there needs to be a coordinated approach by financial regulators to support the development of RegTech. Harmonization of financial markets and regulations has a long history, and harmonization seems increasingly important given the mobility of new FinTech start-ups. Furthermore, in the context of the UK, lack of harmonization within the EU prevents the complete development of regulatory sandboxes.

In the UK, the Blackett report has proposed a methodology to favor harmonization of data-driven regulation and compliance models, which would entail:
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• **Regulatory policy modelling**: emerging techniques such as agent-based modelling could be used to simulate the likely impact of new policies before enactment and the practical impact of existing regulation, including conflicts between regulators. Economic analysis of the impact of regulation has been an important trend since the Reagan administration in the United States and has increasingly been adopted by other jurisdictions, including the EU as well as at the international level through quantitative impact studies from the FSB, BIS, and Basel Committee. The result has been the necessity of the creation of economic analysis capabilities in regulatory agencies in order to produce the required reports. The U.S. SEC’s Department of Economic Risk Analysis is one such example.

• **Reporting standards**: developing common compliance tagging and reporting standards across multiple jurisdictions could support calls for the mandatory sharing of information between regulators with overlapping jurisdictions. This is being discussed in the context of the G-20, FSB, and IMF Data Gaps Initiative in particular and would have the potential to reduce reporting challenges for major financial institutions and potentially provide better data to support macroprudential analysis.

• **Systemic risk tools**: encouraging the academic community to develop a range of mathematical techniques to assess risk has the potential to yield important tools for regulators. This process is at early stages, with increasing cooperation between major central banks and academics, but has much greater potential for development going forward.

• **Harmonization**: the integration of national, European, and global financial monitoring systems could be beneficial. Institutions are faced with varied regulatory demands across jurisdictions. Standardized and harmonized reporting could therefore be beneficial for both institutions and regulators. As highlighted above, this has now been proposed and supported by the FSB, IMF, and G-20 as part of the G-20 Data Gaps Initiative. Likewise, efforts are progressing in the context of OTC derivatives reporting and information sharing. The real challenge however remains in its implementation.

• **Uniform compliance tools**: because compliance is becoming increasingly analytical, the regulators might encourage the development of a suite of open source compliance tools (which in turn would provide an opportunity for FinTech and other financial services start-ups).

• **Collaborations and selected data sharing**: could be encouraged
between different international regulators, for example with respect to bad actors within the system. For instance, it would benefit UK regulators to know which UK banks are being investigated for bad practices in other markets. Another example where there is truly transformative potential is in the area of money laundering and KYC requirements. A global system of reporting and KYC available to participants (both regulators and industry) could transform AML efforts and related compliance costs as well as support financial inclusion, as highlighted in the ongoing G-20 and FSB focus on correspondent banking.

• **Regulators collaborate with FinTech:** to see what kinds of data are being collected and new ways of collecting data, e.g. logging location data alongside transaction data. Central banks in major jurisdictions in particular have the necessary resources to drive these sorts of collaborations, as do international financial institutions such as the World Bank and Asian Development Bank in the context of providing resources, financial and technical, to developing countries, which will face ever increasing challenges to their regulatory and technological capabilities as FinTech continues to transform finance.

This provides a framework of steps on an important path that regulators are now beginning to follow.

C. Building Twenty-First Century Financial Infrastructure

Looking forward, two examples highlight the sorts of RegTech 3.0 initiatives which may provide the potential to transform finance.

This first is the example of blockchain (distributed ledger and related technologies) and its use in clearing and settlement (as well as many other areas). Amongst the most advanced discussions of blockchain is a discussion of its potential use in clearing and settlement of securities trades in exchange-traded and related environments (such as dark pools and ECNs). The Australian Securities Exchange (ASX) and NASDAQ-OMX are both engaged in blockchain projects, of which NASDAQ’s is more
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advanced. In addition, major financial institutions are progressing with development of blockchain-based systems for clearing and settlement of foreign exchange transactions, potentially the next level of evolution of the long development of regulator and industry efforts to support the efficiency and stability of these largest and most global of markets. Finally, efforts are underway to develop blockchain systems to address requirements for OTC derivatives clearing and settlement, implemented in the wake of the 2008 crisis. Blockchain may also underpin efforts to redevelop SWIFT and similar systems.

Overall, each of these initiatives requires close collaboration between industry and regulators in order to be successful and each has the potential to greatly improve the functioning of markets and massively reduce costs.

A second example involves the so-called India Stack. India Stack is an idea originated by a group of Indian IT entrepreneurs and supported by the government and the Reserve Bank of India (RBI) that involves four main levels. Together, the four levels are intended to provide the basis for a FinTech transformation of India’s inefficient financial sector and broaden access to financial services across India’s massive population, while at the same time opening the market to competition from entrepreneurs, start-ups and IT and ecommerce firms.

At the first level is a national system of biometric identification. Identity is at the base of most financial sector access issues and is a challenge across all participants in finance. In India, addressing this has involved the creation of biometric national identification cards based on ten fingerprints and two retina scans. Such IDs have been issued to over one billion people since 2010.

At the second level is the establishment of bank accounts as part of the process of delivering national services such as pension, health and other welfare payments and transfers. To date, over 200 million bank accounts
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have been opened as part of this process, dramatically expanding access to the formal financial system.157

At the third level is a common payment API to enable payments to be made by anyone through a common system supported by the RBI.158

The fourth level involves a series of electronic KYC initiatives which allow individuals to maintain details of their financial affairs and to provide these details to financial services and other providers in order to meet KYC requirements.159 These E-KYC utility platforms show how RegTech can improve integrity of financial markets and reduce counterparty risks.

The combination of these initiatives has arguably set the stage for a dramatic transformation of the Indian financial system, similar in scope and scale to that which has taken place in China but with a potentially very different resulting character. Looking forward, the development of new approaches in an environment conducive to testing and experimentation will be essential.160 This too is emerging, in the form of regulatory sandboxes.

D. Regulatory Sandboxes: A Testing Environment for RegTech 3.0

Regulatory sandboxes represent a major element of new regulatory approaches. The principles of regulatory sandboxes can originally be found within the technology sector where a sandbox represents a virtual environment to test in isolation a new process or software. However, in the financial markets context, a better parallel may be with clinical trials, as the sector is similarly regulated to prevent consumer harm while testing new innovation.

This leading example to date comes from the UK. Announced by the UK FCA’s Project Innovate Unit, a “regulatory sandbox” is expected to be a “safe space in which businesses can test innovative products, services, business models and delivery mechanisms without immediately incurring all the normal regulatory consequences on engaging in the activity of question.”161 The UK has recently commenced its sandbox and there are already other jurisdictions (including Australia162, Singapore163, 
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Switzerland\textsuperscript{164}, Hong Kong\textsuperscript{165}, Thailand\textsuperscript{166}, Abu Dhabi\textsuperscript{167} and Malaysia\textsuperscript{168}) that have expressed their intention to set up similar initiatives.

The FCA has established a framework of application as well as safeguards for the operation of its sandbox. The stated market objectives for the sandbox are to: (1) reduce time-to-market at a potentially lower cost; (2) provide better access to finance; and (3) foster more innovative products reaching the market.\textsuperscript{169}

The FCA has been exploring a series of options in terms of sandbox innovation. These include: (1) Virtual Sandbox, (2) Regulatory Sandbox, and (3) Sandbox Umbrella. The access to the sandbox is limited both in the scope of applicants and duration. Indeed, as it currently stands, the sandbox will be opened in phases,\textsuperscript{170} and be reserved to participants which are able to demonstrate:

- **That the Firm falls within the right scope**: such that the planned new solution is designed to support the financial services industry.

- **Genuine Innovation**: such that the new solution is novel or significantly different to existing offerings.

- **Consumer Benefit**: such that the innovation offers a good prospect of identifiable benefit to consumers.\textsuperscript{171}

- **Need for Sandbox**: such that the business in fact has a genuine need for testing within a sandbox framework.

- **Background Research**: such that the business has invested appropriate resources in developing the new solution, understanding the applicable regulations and mitigating the risks.

From a start-up perspective, regulatory sandbox access represents an opportunity to operate without complete licensing obligations. To do so, the

\textsuperscript{165} See Hong Kong Regulator to Launch Fintech ‘Sandbox’, THOMSON REUTERS (Sept. 5, 2016), http://www.reuters.com/article/hongkong-banks-regulator-idUSKBN18001M.
\textsuperscript{168} See BANK NEGARA MALAYSIA, REGULATORY SANDBOX: DISCUSSION PAPER (July 29, 2016).
\textsuperscript{169} FINANCIAL CONDUCT AUTHORITY, supra note 161, at 5.
\textsuperscript{170} The first cohort can apply to enter the sandbox between May 9, 2016 and July 8, 2016, and the second cohort is due to start in January 2017.
\textsuperscript{171} This criterion is due to be continuously met during the participation in the sandbox.
FCA will propose a number of options such as: 172

- **No enforcement action letter (NAL):** Stating that the FCA will not take enforcement actions against the testing activities where it is agreed that the firm does not breach the requirements or objectives of the FCA.

- **Individual Guidance Letter:** Provided that the firm’s actions are within the guidance issued by the FCA, no enforcement actions will be taken against them.

- **Waivers:** “Where it is clear that testing activities do not meet our rules but the firm can meet the waiver test and the rules are within the FCA’s power to waive, the FCA can waive or modify particular rules for sandbox firms.” 173

However, the sandbox needs to uphold the regulators’ mandates and particularly that of consumer protection. As a result, the FCA has made it clear that in the event that consumers (as opposed to anonymized data) are engaged in activities conducted within the sandbox, four different approaches are available to be adopted: 174

- **Approach 1:** As in clinical trials, sandbox firms can only test their new solutions on customers who have given fully informed consent to be included in testing. Customers have to be notified of potential risks and the available compensation.

- **Approach 2:** FCA agrees on a case-by-case basis the disclosure, protection and compensation approach for the testing activity.

- **Approach 3:** Customers should have the same rights as customers who engage with other authorised firms (e.g. to complain to the firm and then to the Financial Ombudsman Service (FOS), and have access to the financial services compensation scheme).

- **Approach 4:** Businesses undertaking sandbox trials are required to compensate any losses (including investment losses) to customers and must demonstrate that they have the resources (capital) to do that.

Furthermore, the FCA has also made clear that its ability to allow a firm to operate without the traditional licensing regime is subject to EU law.

---
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Looking forward, such regulatory sandboxes are likely to be one of the best ways to support the future development of RegTech 3.0.

VI. RECONCEPTUALIZING FINANCIAL REGULATION

Whilst RegTech 2.0 is largely about streamlining and automating regulatory compliance and reporting, it is adapted to rules developed to suit a much different technological context than that which is evolving rapidly today. Going forward, RegTech 3.0 should be built in a forward-looking manner. Regulation is a product of its own history, and market context, current technological developments (such as blockchain) and emerging market developments (i.e. India Stack) are so fundamentally challenging the status quo that reconceptualization of regulation becomes necessary.

Part V set a potential conceptual framework for RegTech 3.0. It appears there is a progressive alignment underway in how FinTech and RegTech are evolving, both sharing data-centricity as a common denominator. This represents a paradigm shift from a KYC approach towards a KYD (Know-Your-Data) paradigm, which, while profound, remains a few years away. Until then, the design and implementation of proportionate and data-driven regulation should enable proactive regulators to handle innovation without compromising their mandate.

As one example, the UK government is seeking to promote the design of a regulatory framework able to dynamically adapt to new rules and regulations. The argument for cost reduction within compliance is very strong, and RegTech looks particularly beneficial for firms and regulators alike. Indeed, RegTech should enable firms to better control risks and costs, and regulators to benefit from more efficient monitoring tools and from simulation systems to evaluate the consequences of future legislative reforms.

Yet, balance is needed in assessing what is currently feasible when it comes to fully automating regulatory and compliance systems. Furthermore, the RegTech sector will continue to reinvent itself. While post-2008 regulatory requirements are still evolving, going forward we can expect the next financial crisis to add extra layers of requirements and companies that develop new business models, in turn generating unexpected risks. The legal academic literature would strongly benefit from engaging with what is currently being developed within data science and deep learning, in particular.
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The principles behind regulatory sandboxes can be unbundled and enhanced by introducing the concepts of Minimum Regulatory Obligations (MRO), while Recovery and Resolution Plans (RRPs) should be adapted to fit start-ups. The combination of these two models may resolve current deficiencies, moving the sandbox exercise away from its current pilot status to a system-wide framework able to nurture innovation in financial markets without distorting competition.

In this context, the emergence of the UK FCA’s Project Innovate provides a useful example. The Project Innovate team was built on the back of the new banking landscape which aims to introduce competition and new banks in the UK. This was only made possible by having proportionate regulatory capital demanded from new entrants, as well as the design of a resolution and recovery plan (RRP). In this way, the RRP concept combined with the MRO concept provides a basis for an appropriate way forward in the context of regulating new entrants.

Regulation and regulators may usefully extend the reasoning of RRPs to start-ups by contemplating their failure. One example is the introduction of a deposit insurance scheme in China, to provide a safety net allowing for the potential failure of new banks. In other words, market entry for new participants could be facilitated for those that have a clear exit strategy in case of failure due to internal or external factors.

In conclusion, this paper illustrates that for the past 50 years the application of technology within regulation has changed dramatically. The authors have defined the pre-2008 evolution as RegTech 1.0, a paradigm severely damaged by the 2008 GFC. Since 2008, the combination of new regulatory obligations and technology in the financial industry forms the first element of a new RegTech 2.0; the use of technology to facilitate and streamline compliance. The second element of RegTech 2.0, involving regulators using technology to improve their supervision and regulation, is emerging but still at an early stage.

Looking forward, the truly transformative potential of RegTech is for it to be used to re-conceptualize the future of financial regulation by leveraging on new technology, and we are beginning to see certain elements of this new RegTech 3.0 emerge, with technological progress changing both market
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participants and infrastructure, with data as the common denominator. The practical consequences of this shift would mean undergoing a transformation from a KYC mindset to a KYD approach. The opportunity is to move from travelling in an A380 to the Starship Enterprise. The A380 is a splendid aircraft, smooth, quiet, capacious and powerful. However, the A380 is only an incremental improvement in aeronautical design. The quantum improvement is the Starship Enterprise.

This is where the FinTech revolution is taking us. As our financial system moves beyond KYC to KYD we will move into an entirely new regulatory paradigm that will have to deal with everything from digital identity to data sovereignty and that will have the potential to extend far beyond the financial sphere.\(^{181}\)

For regulators, this implies that data security and use will be more important than ever before for consumer protection, prudential regulation will focus on algorithm compliance, and financial stability will also be concerned with financial and information networks. The shift from RegTech 2.0 to RegTech 3.0 represents a market-wide reform which will need to be sequenced. The emergence of FinTech companies, combined with the wider use of regulatory sandboxes, offers a unique opportunity to pilot this novel kind of regulatory architecture that is proportionate, efficient and data-driven before market-wide implementation. FinTech requires RegTech. The challenge for regulators globally will be “to boldly go where no man has gone before” to conceptualize and implement the possibilities of RegTech.